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RISK TABANLI iC DENETIM YAKLASIMI VE UYGULAMALARI

1. iC DENETIMIN EVRIMI VE YENI YAKLASIMLAR

Kiiresel gelismelerin etkisiyle artan risk degisimleri, kurumlarin i¢ denetim fonksiyonlarinin
faaliyetlerin siirdiiriilebilirligindeki roliinii giderek daha da 6nemli hale getirmektedir.

Geleneksel yaklagimda yalnizca finansal denetim ve kontrollerin etkinligine yonelik giivence
saglamakla smirli kalan i¢ denetim, yeni nesil anlayista kurumlarin stratejik hedeflerine
ulagmasina katki sunan, danismanlik boyutunu da iceren ve daha fazla deger yaratmayi
amaglayan bir yapiya evrilmektedir. Bu doniisiim dogrultusunda, i¢ denetim faaliyetlerinin
tutarli, etkin ve glivenilir bir sekilde en yiiksek kalitede yiiriitiilebilmesi icin, mesleki
standartlarin da degisen risk ortamina uyum saglayarak giincel ihtiyaglara cevap verecek
bigimde yenilenmesi kaginilmaz hale gelmistir.*

Bu baglamda, i¢ Denetim faaliyetlerinin risk tabanli yiiriitiilmesinin giderek artan bir dnem
kazanmaktadir.

1.1. I¢ Denetimin Tarihsel Gelisimi

Denetim uygulamalarinin ortaya ilk ¢ikisinin milattan onceki donemlere dayandigini
gormekteyiz. Antik Roma’da denetim faaliyetlerine iligkin ilk bulgulara rastlanmistir. Ticari
faaliyetlerin kayitlarinin dogrulanmasi seklinde, hileli islemlerin ortaya c¢ikarilarak
onlenmesinin ilk denetim galigmalar1 oldugu kabul gérmektedir. 2

I¢ Denetim kavramimin ilk ortaya cikisinin ise, Ingiliz tiiccarlarin kendi ¢alisanlarini mallara ait
kayit kontrollerinin dogru olup olmadiginin tespitinin yapmast i¢in gorevlendirmesi ile, 1800’1
yillarin ortasina dayanmaktadar.’

Denetim uygulamalarinin ortaya ilk c¢ikisinin milattan Onceki donemlere dayandigini
gormekteyiz. Antik Roma’da denetim faaliyetlerine iliskin ilk bulgulara rastlanmigtir. Ticari
faaliyetlerin kayitlarimin  dogrulanmas:1 seklinde, hileli islemlerin ortaya ¢ikarilarak
onlenmesinin ilk denetim galigmalar1 oldugu kabul gérmektedir. 4

! Uluslararasi i¢c Denetim Standartlari (11A) Kirmizi Kitap, 2024 s.1

2 Halime KARACA, i¢c Denetimin Tarihsel Gelisimi ve ¢ Denetim Diizenlemeleri, Muhasebe ve Finans Tarihi
Arastirmalari Dergisi, 2023, s.56

3 Birsel SABUNCU, i¢ Denetim Anlayisindaki Degisiklikler ve Gelismeler, Muhasebe Bilim Diinyasi Dergisi, 2018,
s.782

4 Halime KARACA, ¢ Denetimin Tarihsel Gelisimi ve i¢c Denetim Diizenlemeleri, Muhasebe ve Finans Tarihi
Arastirmalari Dergisi, 2023, s.56



I¢c Denetim kavraminin ilk ortaya ¢ikisinin ise, Ingiliz tiiccarlarin kendi galisanlarin1 mallara ait
kayit kontrollerinin dogru olup olmadiginin tespitinin yapmast i¢in goérevlendirmesi ile, 1800°1i
yillarm ortasina dayanmaktadir.®

1.2. Geleneksel i¢ Denetimden Risk Tabanh Denetime Gegis

Uluslararas1 I¢ Denetciler Enstitiisii (IIA) tarafindan cikarilan ve Uluslararas1 I¢ Denetim
Standartlarin1 ortaya koyan “kirmizi kitap” ta, “Alan 1-I¢ Denetimin Amaci su sekilde ifade
edilmektedir:

“Amag beyani, i¢ denetimin degerini anlamalar: ve bu degeri agik¢a ifade etmeleri konusunda
i¢ denetcilere ve i¢ denetim paydaslarina yardimci olmayr hedefler.I¢ Denetim, yénetim
kuruluna ve yonetime bagimsiz olarak risk temelli ve objektif giivence vererek, tavsiyelerde
bulunarak ve ongoriiler sunarak kurumun deger yaratma, bu degeri koruma ve siirdiiriilebilir
kilma kabiliyetini gii¢lendirir.

I¢ denetim, kurumun asagidaki alanlarda iyilestirir:

. Hedeflerini basarili bir sekilde gerceklestirmesi.

° Yonetisim, risk yonetim ve kontrol siiregleri.
. Karar alma ve gozetim.
o Paydaslari nezdinde itibar ve giivenilirlik.

o Kamu menfaatlerine hizmet etme kabiliyeti.
I¢ denetimin azami diizeyde etkin olabilmesi icin:

o I¢ denetim fonksiyonunun kamu menfaatleri dikkate alinarak belirlenen
Uluslararas: I¢ Denetim Standartlarina uygun olarak ve yetkin meslek profesyonelleri
tarafindan gerceklestirilmesi,

o I¢ denetim fonksiyonunun dogrudan dogruya yénetim kuruluna bagl olmasi ve
bagimsiz bir sekilde konumlandirilmast ve

o I¢ denetcilerin gereksiz etkilerden uzak olmalar: ve objektif degerlendirmeler
vapmaya kendilerini adamis olmalari gerekir. 6

Kamu sektorii i¢in baktigimizda; 5018 sayili Kamu Mali Yonetimi ve Kontrol Kanununun
65’inci maddesine dayamlarak 2006 yilinda yayimlanan I¢ Denetgilerin Calisma Usul ve
Esaslar1 Hakkinda Yonetmelik’te I¢ denetim faaliyetinin amaci, su sekilde belirtilmektedir. “/¢
denetim faaliyeti; kamu idarelerinin faaliyetlerinin amag¢ ve politikalara, kalkinma planina,
programlara, stratejik planlara, performans programlarina ve mevzuata uygun olarak
planlanmasimi ve yiiriitiilmesini; kaynaklarin etkili, ekonomik ve verimli kullaniimasini,
bilgilerin giivenilirligini, biitiinliigiinii ve zamaninda elde edilebilirligini saglamayr amaclar.
I¢ denetim faaliyeti sonucunda, kamu idarelerinin varliklarimn giivence altina alinmasi, ic

5 Birsel SABUNCU, i¢ Denetim Anlayisindaki Degisiklikler ve Gelismeler, Muhasebe Bilim Diinyasi Dergisi, 2018,
s.782
6 Uluslararasi i¢ Denetim Standartlari (11A) Kirmizi Kitap, 2024, 5.20



kontrol sisteminin etkinligi ve risklerin asgariye indirilmesi icin kamu idaresinin faaliyetlerini
olumsuz etkileyebilecek risklerin tanimlanmasi, gerekli onlemlerin alinmasi, siirekli gézden
gecirilmesi ve miimkiinse sayisallastirilmast konularinda yonetime onerilerde bulunulur.

I¢ denetim, nesnel giivence saglamanin yaminda, ézellikle visk yonetimi, kontrol ve yonetim
stireglerini gelistirmede idarelere yardimct olmak tizere bagimsiz ve tarafsiz bir danigsmanlik
hizmeti saglar. Danigsmanlik hizmeti, idarenin hedeflerini gergeklestirmeye yonelik
faaliyetlerinin ve islem siireglerinin sistemli ve diizenli bir bicimde degerlendirilmesi ve
gelistirilmesine yonelik onerilerde bulunulmasidir.

Nesnel giivence saglama, kurumun risk yonetimi ile kontrol ve yonetim siireglerinin etkin bir
sekilde isledigine, iiretilen bilgilerin dogruluguna ve tamligina, faaliyetlerin etkili, ekonomik,
verimli ve mevzuata uygun bir sekilde gerceklestirildigine, varliklarimin korunduguna dair
kurum igine ve kurum disina yeterli giivencenin verilmesidir.””’

Gerek uluslararasi alanda yapilan tanimlamalar gerekse lilkemiz mevzuatindaki tanimlamalar
ve i¢ denetimin amaci, risk yonetim silireclerinde etkin olmasit gerektigini agikca
gostermektedir.

Asagidaki tabloda, diinyada yasanan gelismeler neticesinde, i¢ denetim anlayisinda yasanan
koklii degisiklikler goriilebilmektedir.

Tablo 1. I¢ Denetimin Tarihi Siiregte Degisen Rolii®

1950 Muhasebe Kayitlarinin Kontrol Edilmesi
1960 Uygunlugun Degerlendirilmesi

1970 Prosediirlerin Degerlendirilmesi

1980 Kontrollerin incelenmesi

1990 I¢ Kontrol Sisteminin Raporlanmasi

2000 Risk Yonetim Sisteminin Degerlendirilmesi
2001 Risk Y6netim Sisteminin Iyilestirilmesi
2002 Gergeklestirilen Faaliyetlerin Raporlanmasi
2003 [lave Deger Katmak

2004/2009 | I¢ Denetim Konsolidasyonu

2010/2013 | Finansal Risk Yo6netiminin Kapasitesi

Goriildiigi tizere i¢ denetim, muhasebe kayitlarindaki hatalari bulma roliinden gittikge risk
yonetimi siireclerinin bir parcasi haline gelmektedir.

Giiniimiizde i¢c denetim anlayisi, teknolojinin sundugu imkanlardan en 1yi sekilde
yararlanarak, isletmenin hedeflerine ulagsmasini engelleyebilecek riskleri dnceden belirlemeye

7 i¢ Denetgilerin Calisma Usul ve Esaslari Hakkinda Yénetmelik, 5 Md

8 Halime KARACA, i¢ Denetimin Tarihsel Gelisimi ve i¢ Denetim Diizenlemeleri, Muhasebe ve Finans Tarihi
Arastirmalari Dergisi, 2023, s.59



odaklanmaktadir. Bu ¢ercevede, heniiz gerceklesmemis olasi problemler yonetimle paylasilir,
gerekli onlemlerin alinmasi saglanir. Ayn1 zamanda, risklere bagli olarak ortaya ¢ikan firsatlar
da yonetime sunulur ve bu firsatlarin hayata gecirilmesi konusunda yonetimin ikna edilmesi
amaglanir. Tim bu sliregler, i¢ denetimi karmasik ancak stratejik bir faaliyet haline
getirmektedir.’

Geleneksel i¢ denetim ile risk odakli i¢ denetim arasindaki temel fark, amaclara ulasmak icin
kullanilan yontemlerin kapsamindadir. Risk odakli i¢ denetimde, hangi denetim faaliyetlerinin
yapilacagi; risklerin degerlendirilmesi ve bu degerlendirmelere gore hazirlanan denetim
planlar1 dogrultusunda belirlenir.°

Tablo 2. Geleneksel i¢ Denetim ve Risk Odakli I¢ Denetim Karsilastirmasi

eksiksiz olarak uygulanmalidir

Ozellikler Geleneksel I¢ Denetim Risk Odakh I¢ Denetim

I¢ Denetimde Odak Nokta I¢ kontrol Risk

I¢ Denetim Diizeltisi yaklasim, olaylardan | Onleyici  yaklasim, siirekli
sonra harekete gegme, aralikli | gbzetim
gbzetim

I¢c Denetim Testleri Kontrol odakli Risk odakl

Risk Degerleme Risk unsurlari Senaryo planlamasi

IC Denetim Yontemleri Kontrol testlerindeki ayrintilar | Isletme risklerinin  simrlar

genis bir sekilde belirlenmelidir

I¢c Denetim Onerileri

I¢ kontrole yonelik olarak titiz
bir  sekilde  fayda-maliyet
etkinligi saglanmalidir

Risk yonetimine yonelik olarak
risk ¢esitlendirmesi, riskten
sakinma, riskin paylagimi ve
riskin aktarilmasi

Isletmede I¢ Denetimin Rolii

Bagimsiz denetim konumu

Risk yonetimi ve {ist yonetimle
biitiinlesik konum

Kaynak: Hasan Tiiredi, Ummiigiilsiim Zor, Filiz Giirbiiz, 2015

1.3. ITA ve Diger Uluslararasi Standartlarin Rolii

Ilk kez Uluslararas1 I¢ Denetciler Enstitiisii (ITA) tarafindan, i¢ denetimin roliiniin ve
sorumluluklarinin 6zeti niteliginde olan standartlar yayimlanmistir ve bir diizen i¢inde bir araya
getirilerek “I¢ Denetim Meslegi Uygulama Standartlar1” adiyla yiiriirliige girmistir.!!

% Birsel SABUNCU, f¢ Denetim Anlayisindaki Dedisiklikler ve Gelismeler, Muhasebe Bilim Diinyasi Dergisi, 2018,
s.780

10 Hasan Tiredi, Ummigilsim Zor, Filiz Giirbiiz, Risk Odakli ic Denetim, Muhasebe ve Finansman Dergisi, 2015,
s.13

1 Birsel SABUNCU, i¢ Denetim Anlayisindaki Dedisiklikler ve Gelismeler, Muhasebe Bilim Diinyasi Dergisi, 2018,
s.783



Standartlar, farklilasan denetim anlayislar1 geregi siirekli giincel tutulmakta olup, son
giincelleme 9 Ocak 2024'te yaymlanmustir ve 9 Ocak 2025 tarihinde yiiriirliige girmistir.'2

Ulkemizde kamu sektdriinde, “Kamu I¢ Denetim Standartlar1” ise Uluslararas: i¢ Denetciler
Enstitiisiiniin (IIA) “Uluslararas1 I¢ Denetim Mesleki Uygulama Standartlar1” esas almarak,
22.02.2017 tarih ve 29987 say1li Resmi Gazete’ de yayimlanarak yiiriirliige girmistir. 13

I¢ denetim mesleginin en giiclii ve en yaygin kurulusu olan IIA, biinyesindeki komite ve calisma
gruplar araciligiyla meslegin uygulanmasina yonelik kapsamli bir rehber olan Uluslararasi
Mesleki Uygulama Cergevesi’ ni (UMUC) yayimlamistir. IIA” in resmi rehberi niteligindeki
UMUC; zorunlu rehber ile kuvvetle tavsiye edilen rehber olmak iizere iki boliimden olusur.
Zorunlu rehber kisminda ise i¢ denetimin tanimi, temel ilkeler, etik kurallar ve standartlar yer
almaktadir.*

Gozden gegirilerek giincellenen “Uluslararast Mesleki Uygulama Cergevesi” iginde yer alan
Uluslararast I¢ Denetim Standartlar;, daha anlasilir ve daha etkin uygulanabilir olmasi
hedeflenerek, 5 ana alan, 15 ilke, 52 standart ve bu standartlara bagli gereklilikler ile
uygulamaya iliskin hususlar1 ve standartlara uyumun kanitlarina iliskin 6rnekler tek bir cati
altinda toplanarak giincellenmis ve 2025 yilmin Ocak ayinda yiiriirliige girmistir.'®

Uluslararasi i¢ Denetim Standartlar1 i¢ denetim fonksiyonunun kalitesini degerlendirmek ve
ylkseltmek i¢in bir temel olusturmayim amaglar, i¢ denetimin diinya capindaki mesleki
uygulamalarina rehberlik eder. Standartlarda, etkili i¢ denetim yapilmasimi saglayan 15 yol
gosterici ilke yer alir. Her bir ilke, Gereklilikleri, Uygulamaya Iliskin Hususlar1 ve Uyum Kaniti
Orneklerini iceren standartlarla desteklenir ve sekilde i¢ denetcilerin ilkelere ulagsmalarina ve
I¢c Denetimin Amacini yerine getirmelerine yardime1 olmay1 hedefler. 8

Standartlar bes alan altinda diizenlenmistir:
» Alan I: i¢ Denetimin Amaci.
* Alan II: Etik ve Profesyonellik.
» Alan III: i¢ Denetim Fonksiyonunun Y énetigimi.
+ Alan IV: I¢ Denetim Fonksiyonunun Y &netimi.
» Alan V: I¢ Denetim Hizmetlerinin Gergeklestirilmesi.

Kirmizi Kitap, 15 ilke ve 52 standardi yukarida sayilan her bir alan altinda, gerekliliklerini,
uygulamaya iligskin hususlar1 ve uyum kanit 6rneklerini detaylandirmistir.

12 https://www.tide.org.tr/page/513/2024-Uluslararasi-lc-Denetim-Standartlari (ET:21.05.2025)

13 https://www.hmb.gov.tr/kamu-ic-denetim-standartlari%E2%80%8B%E2%80%8B (ET:21.05.2025)

14 Birsel SABUNCU, ¢ Denetim Anlayisindaki Dedisiklikler ve Gelismeler, Muhasebe Bilim Diinyasi Dergisi, 2018,,
s.783

5 Uluslararasi i¢ Denetim Standartlari (11A) Kirmizi Kitap, 2024, s.1

16 Uluslararasi i¢ Denetim Standartlari (I1A) Kirmizi Kitap, 2024, s.7

10
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Risk yonetimi ile ilgili standart, asagidaki sekilde yer almaktadir:

“Ilke 9: Stratejik Planlama: I¢ denetim yoneticisi, i¢ denetim fonksiyonunu iradesini yerine
getirecek ve uzun vadede basarili olacak sekilde konumlandirmak igin stratejik planlar yapar.

Standart 9.1 Yonetisim, Risk Yonetimi ve Kontrol Siireclerinin Anlasilmasi
Standart 9.2 i¢ Denetim Stratejisi

Standart 9.3 Metodolojiler

Standart 9.4 I¢ Denetim Plan1

Standart 9.5 Esgiidiim (Koordinasyon) ve itimat

Standart 9.1 Yonetisim, Risk Yonetimi ve Kontrol Siireclerinin Anlasilmasi

Gereklilikler: Etkili bir i¢ denetim stratejisi ve plani gelistirmek i¢in, i¢ denetim ydneticisi
kurumun yénetisim, risk yonetimi ve kontrol siireglerini anlamak zorundadir. I¢ denetim
yOneticisi yonetisim siireclerini anlamak i¢in kurumun nasil isledigini g6z 6niinde bulundurmak
zorundadir:

« Stratejik hedefler belirler ve stratejik ve operasyonel kararlar alir.
* Risk yonetimini ve kontrolii gozetir.

* Etik kiiltiirii tesvik eder.

* Etkin performans yonetimi ve hesap verebilirlik saglar.

* Yonetim ve igletme fonksiyonlarini yapilandirir.

* Risk ve kontrol bilgilerini kurum genelinde iletir.

* Yonetim kurulu, i¢ ve dis giivence hizmetleri saglayicilart ve yonetim arasindaki
faaliyetleri ve iletisimi koordine eder. Risk yonetimi ve kontrol siireglerini anlamak i¢in, i¢
denetim yoneticisi kurumun 6nemli riskleri nasil tanimladigin1 ve degerlendirdigini ve uygun
kontrol siireglerini nasil sectigini goz 6niinde bulundurmak zorundadir. Bu, kurumun asagidaki
kilit risk alanlarini nasil tanimladigini ve yonettigini anlamay1 da igerir:

* Finansal ve operasyonel bilgilerin glivenilirligi ve dogrulugu.
* Faaliyetlerin ve programlarin etkinligi ve verimliligi.

* Varliklarin korunmasi.

» Kanun ve/veya yasal diizenlemelere uyum.

Uygulamaya iliskin Hususlar: i¢ denetim yoneticisinin anlayisi, genis capta bilgi toplamak
ve bunlar kapsamli bir sekilde incelemek suretiyle gelistirilir. Bilgi kaynaklar1 arasinda
yonetim kurulu ve iist yonetimle yapilan goriismeler, yonetim kurulu ve {list yonetim toplanti
tutanaklarinin ve sunumlarinin gézden gegirilmesi, i¢ denetim gorevlerinden gelen iletisimler
ve calisgma kagitlar1 ve diger glivence ve danigmanlik hizmetleri saglayicilar1 tarafindan

tamamlanan degerlendirmeler ve raporlar yer alir.
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Yoénetisim Siireclerini Anlamak: i¢ denetim y&neticisi, 6nde gelen yonetisim ilkeleri, kiiresel
olarak kabul gérmiis yonetisim ¢erceveleri ve modelleri ve kurumun faaliyet gosterdigi endiistri
ve sektdre 6zgii mesleki rehberlik hakkinda iyi bilgi sahibi olmalidir. I¢ denetim yéneticisi, bu
bilgiye dayanarak, bunlardan herhangi birinin kurumda uygulanip uygulanmadigini tespit
etmeli ve kurumun yonetisim siireclerinin olgunlugunu 6l¢gmelidir. Kurumun yonetisim yapist,

stiregleri ve uygulamalari, kurumun tiirii, biiyiikliigii, karmasikligi, yapist ve siire¢ olgunlugu
gibi benzersiz kurumsal 6zelliklerin yan1 sira kurumun tabi oldugu yasal ve/veya diizenleyici
gerekliliklerden de etkilenebilir.

I¢ denetim yoneticisi, yonetim kurulunun kurumun yénetisiminde, 6zellikle de stratejik ve
operasyonel karar alma siireglerinde oynadigi rol hakkinda daha fazla bilgi edinmek i¢in
yonetim kurulu ve komite tiiziiklerini ve toplantilarinin glindemlerini ve tutanaklarini
inceleyebilir.

I¢ denetim yoneticisi, kurumun siiregleri ve giivence faaliyetleri hakkinda daha net bir anlays
kazanmak igin, kilit yonetisim rollerinde bulunan kisilerle (6rnegin, yonetim kurulu baskani,
bir kamu kurumundaki en iist diizey secilmis ya da atanmus yetkili, bas etik sorumlusu, insan
kaynaklar1 sorumlusu, bas uyum sorumlusu ve bas risk sorumlusu) konusabilir. i¢ denetim
yoneticisi daha Once tamamlanmis olan yOnetisim incelemelerinin raporlarini ve/veya
sonuclarin1 gdzden gegirebilir ve tespit edilmis olan kaygilara 6zellikle dikkat edebilir.

Risk Yénetimi Siireclerini_Anlamak: I¢c denetim yoneticisi, kurumun faaliyet gosterdigi
endiistri ve sektore 6zgii mesleki rehberligin yani sira, genel kabul gormiis risk yonetimi
ilkelerini, g¢ergevelerini ve modellerini de anlamalidir. I¢ denetim yoneticisi, kurumun risk
istahin1 tanimlayip tanimlamadigini ve bir risk yonetimi stratejisi ve/veya cercevesi uygulayip

uygulamadigin1 belirlemek de dahil olmak iizere, kurumun risk yonetimi siireclerinin
olgunlugunu degerlendirmek i¢in bilgi toplamalidir. Yonetim kurulu ve iist yonetimle yapilan
gorlismeler, i¢ denetim yoneticisinin onlarin kurumun risk yonetimiyle ilgili perspektiflerini ve
onceliklerini anlamasina yardimer olur.

Risk bilgilerini toplamak i¢in, i¢ denetim yoOneticisi, iist yonetim ve operasyonel yonetim, risk
yonetiminden sorumlu olanlar, dis denet¢iler, diizenleyiciler ve diger i¢ ve dis giivence
hizmetleri saglayicilar1 tarafindan yakin zamanda tamamlanmis risk degerlendirmelerini ve
ilgili iletisimleri gozden gegirmelidir.

Kontrol Siireclerini Anlama: I¢ denetim ydneticisi, diinya ¢apinda kabul gérmiis kontrol
cercevelerine asina olmali ve kurum tarafindan kullanilanlar1 dikkate almalidir. i¢ denetim
yoneticisi, belirlenen her bir kurumsal hedef i¢in, kurumun kontrol siirecleri ve bunlarin

etkinligi hakkinda genis bir anlayis gelistirmeli ve bunu siirdiirmelidir. I¢ denetim y®neticisi
asagidaki amaglarla kurum ¢apinda bir risk ve kontrol matrisi gelistirebilir:

* Kurumsal hedeflere ulagsma kabiliyetini etkileyebilecek tanimlanmis risklerin
belgelenmesi.

* Risklerin goreceli dneminin belirtilmesi.

* Organizasyonel siireglerdeki temel kontrollerin anlasilmasi.
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* Hangi kontrollerin tasarim yeterliligi agisindan gézden gegirildiginin ve amaglandigi
gibi calistiginin kabul edildiginin anlasilmasi. Kurumun yonetisim, risk yonetimi ve kontrol
stireclerinin kapsamli bir sekilde anlagilmasi, i¢ denetim yoneticisinin kurumun basarisini
artirabilecek i¢ denetim hizmetleri sunma firsatlarini tespit etmesini ve onceliklendirmesini
saglar. Belirlenen firsatlar i¢ denetim stratejisinin ve planinin temelini olusturur.

Uyum Kaniti Ornekleri:

+ I¢ denetim yoneticisinin, kurum tarafindan kullanilan yonetisim, risk yonetimi ve
kontrol ¢ergeveleri ve siiregleri hakkinda, asagidakiler de dahil olmak iizere, yaptig1 aragtirma,
toplama, inceleme ve degerlendirmelerin dokiimantasyonu:

— Kurumun ydnetigim beklentilerini 6zetleyen yonetim kurulu ve komite tiiziikleri.

— Yonetisim, risk yonetimi ve kontrol siirecleri ile ilgili kanun, diizenleme ve diger
gerekliliklerin degerlendirilmesi.

 Her birinin stratejileri, yaklasimlar1 ve gozetimi de dahil olmak {izere kurumun
yonetigim, risk yonetimi ve kontrol siireclerinin tartisildigini belgeleyen yonetim kurulu
toplantilarinin giindemlerinin ve tutanaklarinin incelenmesi.

» I¢ denetim ydneticisi ile kurumda ydnetisim ve risk ydnetiminde rolleri olan kisiler
arasindaki goriismelerin toplant1 tutanaklar1 veya notlari.

* Kurumun risk igtah1 beyaninin gozden gegirilmesi veya kurumun risk istah1 ve risk
toleransina iliskin olarak yonetim kurulu ve iist yonetimle yapilan belgelendirilmis iletisim.

+ I¢ denetim personeline kurumun ydnetisim, risk ydnetimi ve kontrol siirecleriyle
ilgili olarak verilen oryantasyon veya egitimin dokiimantasyonu.

» Is stratejilerinin ve is planlarinin gézden gegirilmesi.
* Diizenleyicilerden alinan bildirimlerin gézden gecirilmesi.

+ Kurumun risk ve kontrol matrisinin anlasildigiin gosterilmesi.”’

Ozetle; I¢ denetim yoneticisi, etkili bir i¢ denetim stratejisi ve plami olusturabilmek igin
kurumun yoénetisim, risk yonetimi ve kontrol siireclerini derinlemesine anlamakla
yukiimlidiir.

1.Y Onetisim Stiregleri:

Y Onetigimi anlayabilmek i¢in kurumun:

o Stratejik karar alma yapisi,
. Risk ve kontrol gozetimi,
o Etik kiiltiirt,

7 Uluslararasi i¢ Denetim Standartlari (11A) Kirmizi Kitap, 2024, 5.66-68
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o Performans ve hesap verebilirlik sistemi,
. Organizasyonel yapilanmasi,
o Bilgi paylagimi,

Glivence saglayicilarla iligkileri gibi unsurlar analiz edilir.

Bu anlayis; yonetimle yapilan goriismeler, dokiiman incelemeleri ve 6nceki degerlendirme
raporlarina dayal1 olarak gelistirilir. Ayrica kiiresel yonetisim standartlar1 ve kurumun sektorel
ozellikleri dikkate alinmalidir.

2.Risk Yonetimi Stiregleri:
Kurumun:

Riskleri nasil tanimlay1p degerlendirdigini,
Risk istahini nasil belirledigini,

Risk stratejilerini ve uygulamalarini anlamalidir. Bu, risk degerlendirme raporlar1 ve ilgili
paydaslarla yapilan gortismeler yoluyla gerceklestirilir.

3.Kontrol Siiregleri:
I¢ denetim yoneticisi:

o Kontrol siireclerinin etkinligini,
o Riskleri azaltmadaki yeterliligini,
. Kullanilan kontrol ¢ergevelerini bilmelidir.

Risk ve kontrol matrisi gibi araglar kullanilarak mevcut kontrollerin belgelenmesi, 6nem
derecesinin belirlenmesi ve kontrollerin isleyisinin degerlendirilmesi saglanir.

1.4. IDKK tarafindan Belirlenen Standartlar ve Cikarilan Rehberler

Ulkemizde i¢ denetim faaliyetlerinin gercevesi, 5018 sayili Kamu Mali Yo6netimi ve Kontrol
Kanunu'nun 64. maddesinde acik¢a tanimlanmistir. Bu maddede, i¢ denetgilerin gorevlerini I¢
Denetim Koordinasyon Kurulu tarafindan belirlenen ve uluslararasi alanda kabul gérmiis
kontrol ve denetim standartlarina uygun sekilde yiiriitmeleri gerektigi belirtilmistir.

Bu dogrultuda, Kurul tarafindan 8§ Temmuz 2011 tarihli ve 14 sayili1 Kararla kabul edilen Kamu
I¢ Denetim Standartlar1, 29 Aralik 2016 tarihli ve 10 sayili Kararla giincellenmistir. Hem 5018
say1l1 Kanun hem de I¢ Denetgilerin Calisma Usul ve Esaslar1 Hakkinda Y&netmelik geregi, ic
denetim birimi bagkanlar1 ve i¢ denetciler bu Standartlara uymakla yiikiimlidiir.

S6z konusu Standartlar, Uluslararas1 I¢ Denetgiler Enstitiisii (IIA) tarafindan yaymmlanan
“Uluslararas1 I¢ Denetim Mesleki Uygulama Standartlar’” temel alinarak hazirlanmistir.
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Standartlar, i¢ denetcilerin sahip olmasi gereken yetkinlikleri ve i¢ denetim siireclerinin nasil
yurlitiilmesi gerektigini kapsamli bigimde tanimlamaktadir.

Uluslararast I¢ Denetim Mesleki Uygulama Cergevesinde yapilmis olan ve 01.01.2017
tarihi itibariyla yiiriirliige giren degisiklikler ¢ercevesinde 29.12.2016 tarihli ve 10 sayil1 I¢
Denetim Koordinasyon Kurulu (Kurul) Karariyla Kamu I¢ Denetim Standartlarinda
(Standartlar) degisiklige gidilmistir. S6z konusu degisiklikler 22.02.2017 tarihli ve 29987 say1li
Resmi Gazetede yayimlanmustir.

Ancak, 2025 yilinda degisen Uluslararasi I¢ Denetim Standartlarina uyum c¢alismalari, Hazine
ve Maliye Bakanligi biinyesinde olusturulan “Kamu I¢ Denetim Standartlar1 Giincelleme
Calisma Komisyonu” marifetiyle halihazirda siirdiiriilmektedir. 8

Glincelleme ¢aligmalart devam ettiginden ve taslak olarak hazirlanmis oldugundan, bu
calismada mevcut yiiriirliikte olan Kamu I¢ Denetim Standartlar1 yer alacaktir,

Uluslararas1 I¢ Denetim Standartlarinda oldugu gibi, Kamu I¢ Denetim Standartlarinda da I¢
Denet¢inin risk yonetimi ile ilgili zorunluluklar1 bulunmaktadir.

Standart-2120’de; “I¢ denetim faaliyeti; risk yonetimi siireclerinin etkililigini
degerlendirmek ve iyilestirilmesine katkida bulunmak zorundadir.” denilerek bu sart
ortaya konmaktadir. Asagidaki sekilde ifade edilmektedir:

“2120 — Risk Yonetimi

Ic denetim faaliyeti; risk yonetimi siireclerinin etkililigini degerlendirmek ve
iyilestirilmesine katkida bulunmak zorundadir.

2120.G1 - I¢ denetim faaliyeti, asagidaki hususlari dikkate alarak, idarenin yOnetim
streclerinin, faaliyetlerinin ve bilgi sistemlerinin maruz kaldigi riskleri degerlendirmek
zorundadir:

* Mali ve operasyonel bilgilerin giivenilirligi ve dogrulugu.

* Programlarin ve faaliyetlerin etkililik ve verimliligi,

* Varliklarin korunmas.

* Mevzuat, politika ve prosediirlere ve s6zlesmelere uyum.

2120.G2 — I¢ denetim faaliyeti, suiistimalin gerceklesme ihtimalini ve idarenin suiistimal
riskini nasil yonettigini degerlendirmek zorundadir.

18 https://www.hmb.gov.tr/duyuru/kamu-ic-denetim-standartlarinin-guncellenmesi-hakkinda-gorus-ve-
onerilerin-iletilmesi-2 (ET:21.05.2025)
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2120.D1 — I¢ denetgiler, danismanlik gorevleri sirasinda, gorevin amaglariyla iliskili riskleri
degerlendirmek ve diger onemli risklere kars1 dikkatli olmak zorundadir.

2120.D2 — I¢ denetgiler, danismanlik gérevlerinden elde ettikleri risk bilgilerini, idarenin risk
yonetim siireclerini degerlendirmede kullanmak zorundadir.

2120.D3 — ¢ denetciler, risk yonetimi siireclerinin kurulmasinda veya gelistirilmesinde

yonetime damigmanlik hizmeti verirken, “riskleri fiilen ydnetmek suretiyle yOnetim

sorumlulugu almaktan” kaginmak zorundadirlar.” *°

Standart-2201’de; gorev planlamasi yapilirken risk yonetiminin yeterliligi ve etkililiginin
dikkate alinmasi gerektigi ifade edilmis olup, asagidaki sekilde yer almaktadir:

“2201 — Planlamada Dikkate Alinmasi Gerekenler
Bir gorev planlanirken, i¢ denetciler asagidaki hususlar1 dikkate almak zorundadir:

» Gorev konusu faaliyetin hedefleri ve performansinin, yonetim tarafindan kontrol
edilmesi sirasinda yararlanilan araglar.

* Gorev konusu faaliyetin stratejileri ve yonetimine iligkin 6nemli riskler ve bu
risklerin potansiyel etkilerini kabul edilebilir bir seviyede tutmanin yol ve araglari.

+ Kamu i¢ Kontrol Standartlarina kiyasla, ilgili faaliyetin risk yénetimi ve kontrol
stireclerinin yeterliligi ve etkililigi.

* Gorev konusu faaliyetin risk yOnetimi ve kontrol siireclerinde 6nemli gelisme
saglama firsatlari.”

Standart 2210°da gérev amaglari i¢inde risk degerlendirmesi ve risk yonetimi asagidaki sekilde
vurgulanmaktadir:

%2210 — Gorev Amaclarn
Amaglar, her bir denetim ve danigsmanlik gorevi i¢in belirlenmek zorundadir.

2210.G1 — I¢ denetgiler, denetlenen faaliyetle ilgili risklerin 6n degerlendirmesini yapmak
zorundadir. Gorevin amaglari, bu risk degerlendirmesinin sonuglarini yansitmak zorundadir.

2210.G2 — i¢ denetgiler, gérevin amaclarini belirlerken, énemli hatalarin, suistimallerin,
mevzuata aykiriliklarin ve diger risklerin meydana gelme ihtimalini g6z Oniline almak
zorundadir.

19 https://www.hmb.gov.tr/kamu-ic-denetim-standartlari%E2%80%8B%E2%80%8B (ET:21.05.2025)
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2210.G3 — Kurumsal yonetim, risk yonetimi ve kontrollerin degerlendirilmesi i¢in yeterli
kriterlere ihtiyag vardir. I¢ denetciler, hedef ve amaglara ulasilip ulasilmadigini belirlemek icin
yonetimin olusturdugu kriterlerin yeterlilik derecesini ortaya koymak zorundadir. Bu kriterler
yeterliyse, i¢ denetciler de kendi degerlendirmelerinde bunlar1 kullanmak; kriterler yeterli
degilse, i¢ denetgiler uygun degerlendirme kriterleri gelistirmek igin yoOnetimle birlikte
calismak zorundadirlar.

2210.D1 — Danigmanlik gorevi amaglarinin belirlenmesinde, ilgili yoneticiyle mutabik
kalindig1 dlglide, kurumsal yonetim, risk yonetimi ve kontrol siireclerinin de géz Oniinde
bulundurulmasi zorunludur.”

Sonuglarin dagitimi agiklayan Standart 2440, muhtemel risklerin degerlendirilmesi gerektigi,
risk yOnetimi sorunlarmin {ist yoOneticiye bildirilmesi gerektigi asagidaki sekilde ifade
edilmektedir:

“2440 — Sonuclarin Dagitim
I¢ denetim birimi baskan1, gérev sonuglarini ilgili taraflara dagitmak zorundadir.

2440.G1 — I¢ denetim birimi baskani, denetim 6nerilerini yerine getirecek yoneticilere gorev
sonuglarinin raporlanmasindan sorumludur.

2440.G2 — I¢ denetim birimi baskani, aksi yasal olarak diizenlenmedigi takdirde, gorev
sonuclarint kurum disindaki taraflara gondermeden once asagidaki hususlar1 yerine getirmek
zorundadir:

« Idare acisindan olusabilecek muhtemel riskleri degerlendirmek.
» Uygun bir sekilde iist yonetici ve/veya hukuk miisaviri ile istisare etmek.
* Sonuglarin kullanimin kisitlayarak dagitimi kontrol altina almak.

2440.D1 — I¢ denetim birimi baskani, damismanlik gérevlerinin sonuglarinin ilgili yéneticilere
raporlanmasindan sorumludur.

2440.D2 — Danigmanlik gorevleri sirasinda, kurumsal yonetim, risk yonetimi ve kontrol
sorunlari tespit edilebilir. Bu sorunlar, idare i¢in 6nemli héle geldiginde iist yoneticiye ve lst
diizey yoneticilere bildirilmek zorundadir.”

Kapsamli goriis ve risklerin iistlenilmesine iliskin standartlar asagida yer almaktadir:
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“2450 — Kapsamh Goriis

Kapsamli bir goriis ortaya konulacaksa, idarenin stratejileri, hedefleri ve riskleri ile st
yOneticinin ve iist diizey yOneticilerin beklentilerinin dikkate alinmasi ve goriisiin faydali, ilgili,
yeterli ve giivenilir bilgilerle desteklenmesi zorunludur.

2600 — Yonetimin Artik (Bakiye) Riskleri Ustlenmesi

I¢c denetim birimi baskani, iist diizey ydneticinin idare igin kabul edilemeyecek diizeyde bir
artik riski tistlenmeyi kabul ettigine kanaat getirdigi takdirde, konuyu iist diizey yoneticiyle
miizakere etmek zorundadir. Artik riskle ilgili olarak bir mutabakata varilamazsa, i¢ denetim
birimi baskan1, konuyu, ¢6ziimlenmesi i¢in iist yoneticiye rapor etmek zorundadir.”?°

Hazine ve Maliye Bakanlig1 tarafindan ¢ikarilan;
-Kamu I¢ Denetim Rehberi
-Kamu I¢ Kontrol Rehberi
-Kamu Risk Y6netimi Rehberi
-Kamu Kurumsal Risk Yo6netimi Rehberi
-I¢ Kontrol izleme ve Degerlendirme Rehberi,

Kurumsal Risk Yonetiminde ve I¢ Denetim Uygulamalarina iliskin yol gdsterici nitelikte olup,
ilgili boliimler ¢alismada yer almaktadir.

1.5. Hazine ve Maliye Bakanhgi Tarafindan Yapilan Diizenlemeler

05/03/2025 tarihli ve 32832 sayili Resmi Gazete’ de kurumlarin i¢ kontrol ve 6n mali kontrol
sistemlerini degistiren ve harcama yetkililerine dair degisiklikler iceren yoOnetmelikler
yayimlanmistir.

I¢ Kontrol ve On Mali Kontrole iliskin hiikiimlerin bir arada yer aldig1 “I¢c Kontrol ve On Mali
Kontrole iligskin Usul ve Esaslar” yiiriirliikten kaldirilarak “Kamu I¢ Kontrol Yonetmeligi” ve
“Kamu On Mali Kontrol Yénetmeligi” ad1 altinda iki ayr1 ydnetmelikte diizenlenmistir.

1.5.1. i¢ Kontrol Sistemine iliskin Degisen Mevzuat

“Kamu I¢ Kontrol Yonetmeligi” ile gelene bazi énemli degisiklikleri, asagida ifade
edilmektedir: %

1. On Mali Kontrol ilgili Hiikiimler Cikartilmagtur:

o Yeni yonetmelikte 6n mali kontrole iliskin tiim hiikiimler kaldirilmistir.

20 https://www.hmb.gov.tr/kamu-ic-denetim-standartlari%E2%80%8B%E2%80%8B (ET:21.05.2025)
21 Kamu i¢ Kontrol Yénetmeligi
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o On mali kontrole iliskin, ayr1 bir yonetmelik ¢ikarilmistir.
2. ¢ Kontrol Sistemine Ait Yapilar:

o Daha once iigiinciil diizeyde, rehberlerde aciklanan I¢ Kontrol izleme ve
Yonlendirme Kurulu olusturulmus, idarelerde i¢ kontrol sisteminin yiiriitiilmesini izleyen yap1
detaylandirilmistir.

o I¢ Kontrol Standartlar1 ve Uyum Eylem Planlar1 daha detayli hale getirilmistir.
Yonetmelikle idarelere hem birim diizeyinde hem de idare diizeyinde risk kontrol eylem plani
hazirlanmasi yiikiimliiliigi getirilmistir. Heniiz risk eylem planlarin1 hazirlamayan idareler, en
gec 1 Ocak 2026 tarihi itibariyla bu risk eylem planlarini hazirlamaya baslayacaklardir.

3. Hiyerarsik Yetki ve Sorumluluklar Netlestirildi:

o Ust yéneticinin ve harcama yetkilisinin sorumluluklart daha ayrintili sekilde
tanimlanmustir.

o I¢ kontrol giivence beyanlari, her bir yetki ve sorumluluk altinda ifade edilerek,
mekanizma giiclendirilmistir.

o Daha once, “Kamu Idarelerince Hazirlanacak Stratejik Planlar ve Performans
Programlari ile Faaliyet Raporlarma iliskin Usul ve Esaslar Hakkinda Y&énetmelik” ekinde yer
alan i¢ kontrol giivence beyanlar1 bu Yonetmelik ekine taginmustir.

4. Uyum Siireci Getirildi (Gegici Madde 1):

o Idarelerin 2028 yilina kadar i¢ kontrol sistemlerini tamamlamalari
gerekmektedir.

o Kademeli gecis siireci belirlenmistir.
o. I¢ Kontroliin Degerlendirilmesi ve Raporlanmasi Siklastirildi:
o I¢ kontrol sistemlerinin diizenli olarak gézden gegirilmesi sart kosulmustur.

o Eylem planlarmin izlenmesi ve raporlanmas: slirecleri daha siki hale
getirilmistir.

1.5.2. Degisen Mevzuatin Kurumlarin Risk Yonetimi Uygulamalarinda Getirdigi
Yenilikler

Yeni yonetmelik, ozellikle “risk yonetimi” uygulamalart ile ilgili 6nemli degisiklikleri
beraberinde getirmistir.

Harcama Birimi Risk Kontrol Eylem Plani:

Her bir harcama birimi bazinda “Birim Risk Kontrol Eylem Plan1” hazirlanmasi sarti
getirilmistir.

Kamu I¢ Kontrol Yonetmeligi, 20 nci maddesinde agiklanan eylem planlarina iliskin;
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. Birim risk eylem planlarinin hazirlanmasi, uygulanmasi ve izlenmesine iliskin,
mali hizmetler birimince usul ve esaslarin hazirlanmasi,

. Risk kontrol eylem planlarinin hazirhk ¢alismalarina en ge¢ 01/01/2026 tarihi
itibariyle baslanmasi gerektigi, %2

. Harcama yetkilisi tarafindan, “i¢ kontrol ve risk koordinatorii” goérevlendirmesi
yapilmasi gerektigi,

o Bu koordinatoriin liderliginde, birimde yiiriitiilen faaliyet ve siirecleri olumsuz
etkileyebilecek risklerin tespiti ve degerlendirmesi yapilmasi,

o Bu siire¢ sonucunda, risklerin etki ve olasiliklarini azaltmaya yonelik 6nlemleri
iceren Birim Risk Kontrol Eylem Plani hazirlanir ve harcama yetkilisi tarafindan yiiriirliige
konacag belirtilmistir.

idare Risk Kontrol Eylem Plani:

Kurumlar tarafindan hazirlanmasi gereken anilan yénetmeligin 21’inci maddesinde “Idare Risk
Kontrol Eylem Plan1” na iligkin sartlar;

o Mali hizmetler birimi tarafindan, idarenin stratejik planinda yer alan amag ve
hedeflerine yonelik kurumsal riskler ile harcama birimlerinden idare risk kontrol eylem planina
eklenmek {iizere bildirilen risklerden olusan idare risk kontrol eylem planini hazirlanacagi ve
iist yoneticinin onayina sunulacagi,

o Ust yonetici onayr ile vyiiriirliige giren idare risk kontrol eylem plam
uygulamalari, idare tarafindan belirlenecek periyotlarda mall hizmetler birimince takip
edilecegi ve sonuglarmin I¢ Kontrol izleme ve Y6nlendirme Kuruluna raporlanacagi

. Risk kontrol eylem planlarinin hazirlik ¢alismalarina en ge¢ 01/01/2026 tarihi
itibariyle baglanmasi gerektigi, 23 belirtilmistir.

Ayrica, I¢ Kontrol Standartlarina uyum eylem planlarmin ise, bu yonetmeligin yayimini takip
eden yilin bagindan itibaren kademeli olarak en az 3 harcama biriminde olmak iizere en ge¢
1/1/2028 tarihine kadar hazirlanarak yiiriirlige konacagi belirtilmistir.

2. RISK TABANLI iC DENETIM YAKLASIMININ TEMELLERI

Diinyada ve iilkemizde, i¢ denetimin calisma bigimine iliskin zorunluluklar1 ortaya koyan
standartlar incelendiginde, risk yonetimi ile iliskisi net bir sekilde goriilmektedir ve i¢
denetimin risk tabanl olmasi bir tercih degil, zorunluluk olarak karsimiza ¢ikmaktadir.

2.1. Risk Kavrami ve Siniflandirilmasi

Tiirk Dil Kurulu, risk kavramim “zarara ugrama tehlikesi” olarak tanimlarken; Uluslararas1 I¢
Denetciler Enstitiisti (ITA) ise Kirmiz1 Kitapta; “Belirsizligin hedefler tizerindeki olumlu veya
olumsuz etkisi. ” olarak ifade etmistir.

22 Kamu I¢ Kontrol Yénetmeligi, Gegici Md.1
23 Kamu i¢ Kontrol Yénetmeligi, Gecici Md.1
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Hazine ve Maliye Bakanligi ise, hazirlamis oldugu kavramlar sozliigiinde; ‘“Hedefin
gerceklesmesini  olumsuz yonde etkileyecek bir olayin gergeklesme ihtimali.” olarak
tammlamgtir, 24

Dolayisiyla risk, belirli bir amag ya da faaliyet baglaminda giindeme gelen, gelecege yonelik
ve ¢ogu zaman olumsuz cagrisimlart olan bir kavramdir. Kamu yonetimi agisindan risk;
idarelerin stratejik amag¢ ve hedeflerine ulagsmalarini olumlu ya da olumsuz ydnde
etkileyebilecek olay veya durumlar olarak tanimlanir. Risk olumlu yonde etkide bulundugunda
firsat, olumsuz yonde etkide bulundugunda ise tehdit olarak degerlendirilir.

Kiiresellesme, artan paydas beklentileri, teknolojik gelismeler, mevzuat degisiklikleri ve
karmasiklasan faaliyet siirecleri gibi birgok unsur; kamu idarelerinin kisa, orta ve uzun vadeli
hedeflerini, bu hedeflere ulasmak icin yiirtttiikleri faaliyetleri ve kaynak dagilimlarini 6nemli
Olciide etkilemektedir.

Bu durum, karar alma siireglerinde risklerin dnceden tespit edilip degerlendirilmesini zorunlu
kilar. Boylece, riskler heniiz gerceklesmeden gerekli onlemler alinabilir ya da risklerin
gerceklesmesi durumunda olusacak zarar, uygun kaynak ve zaman planlamasiyla en aza
indirilebilir. Bu amacla, kamu idarelerinin etkili risk yonetim yontemleri gelistirmeleri ve bu
yontemleri uygulamalari gerekmektedir. 2°

Riskler temel olarak dis riskler ve i¢ riskler olarak iki ana baslik altinda siniflandirilmaktadir.
Bu risklerin alt kategorileri ise, idarenin amaglari, hedefleri ve faaliyet alanlarina bagl olarak
farklilik gosterebilir. Bu nedenle, dis ve i¢ riskler kendi icinde alt kategorilere ayrilarak
detaylandirilir.

Risk kategorilerinin belirlenmesinde, stratejik planlama siirecinde gergeklestirilen durum
analizi ¢iktilarindan yararlanilir. Boylece riskler, kurumun mevcut durumu ve hedefleri
dogrultusunda daha isabetli sekilde siniflandirilabilir.

Tanimlanan her bir riskin yol agabilecegi sonuglar; finansal, operasyonel, itibar, uyum ve
stratejik etkiler bakimindan degerlendirilip Olgeklendirilebilir. Risk etki kriterleri
belirlenirken, idarenin kendine &zgii kosullar1 ve faaliyet gosterdigi ortam dikkate alinir.?®

2.2. Kurumsal Risk Yonetimi ve COSO Biitiinlesik Cerceve

Kurumsal risk yonetimi, i¢ kontroliin ayrilmaz bir parcasi olarak stratejik planlama siireci ile
baslar ve idare capinda gelismis ve etkin bir karar alma mekanizmasinin olusmasina yardimci
olur.

24 |c Kontrol Kavramlar SézIUgii, HMB, s.17
25> Kamu Risk Yonetimi Rehberi, HMB, s.8
26 Kamu Kurumsal Risk Yénetimi Rehberi, HMB, s.14
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2.2.1.Kurumsal Risk Yonetimi

“Kurumsal risk yonetimi, idarelerin, stratejik ama¢ ve hedeflerini gerceklestirmelerini
etkileyebilecek olay veya durumlary; biitlinciil bir bakis acisiyla belirlemeleri, etki ve
olasiliklarin1 degerlendirmeleri, 6nem derecelerine gore onceliklendirmeleri, risklere yonelik
alinacak kararlar belirlemeleri ile riskleri izleme ve raporlamalarina dayanan kapsamli, tekrar
eden ve sistematik bir siirectir.”?’

Kurumsal risk yonetimi, iist yonetimin “Gitmek istedigimiz yere nasil ulagabiliriz?” sorusunu
cevaplamasini saglar. 2 Risk yonetimi sayesinde potansiyel olumsuzluklarin gerceklesme
ihtimali azaltilabilir, olusabilecek zararlar en aza indirilebilir veya ortaya ¢ikan firsatlar etkin
sekilde degerlendirilebilir.

Risk yonetiminin idarelere sundugu baslica katkilar sunlardir:

. Idarenin hedeflerine ulasmasini destekler ve performansmin artmasina katki
saglar.

. Kurum i¢inde ortak bir risk algisinin olugmasina yardimci olarak, 6znelligin
azaltilmasini saglar.

. Risklerin heniiz ortaya ¢ikmadan tespit edilmesine olanak tanir; boylece gerekli

onlemler zamaninda alinabilir. Riskler gerceklestiginde ise, daha 6nce belirlenen kaynak ve
zaman planlamasiyla zarar en aza indirilebilir.

. Idarenin faaliyetlerinin kesintisiz siirmesini destekleyerek, sunulan hizmetin
kalitesini ve degerini artirir.

. Olas1 kayiplarin kontrol altina alinmastyla ilave maliyetlerin oniine gegilir; bu
da kamu kaynaklarinin etkin, ekonomik ve verimli kullanilmasina katkida bulunur.

. Risklerin yalnizca tehdit degil, ayni1 zamanda firsat olarak da degerlendirilmesini
saglar. Bu da risklerin kuruma yeni agilimlar sunmasinit miimkiin kilar.

. Risklerden tamamen kaginmak yerine, risklerin dnceliklendirilerek yonetilmesi
tesvik edilir. Boylece idarelerde 6l¢iilil risk alma kiiltiirii gelisir ve yenilik¢i yaklagimlarin 6nii
acilir.

. Onceden tanimlanan ve zamaninda ydnetilen riskler sayesinde, yonetim anlik
problemlere odaklanmak yerine, stratejik amag¢ ve hedeflere yogunlasabilir. Bu durum,
kaynaklarin daha etkin ve verimli kullanilmasini saglar.

. I¢ kontrol ve i¢ denetim faaliyetlerinin etkinligi artirilir, bu sistemlerin kuruma
katkis1 giiclenir.?®

Risk yonetimi donemsel olarak tekrar eden su agsamalardan olugsmaktadir:

1-Risklerin belirlenmesi
2-Risklerin degerlendirilmesi

27 Kamu Kurumesal Risk Yonetimi Rehberi, HMB, s.7
28 Kamu Kurumsal Risk Yonetimi Rehberi, HMB, s.10
2% Kamu Risk Y&netimi Rehberi, HMB, 5.9
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3-Risklere yonelik alinacak kararlarin belirlenmesi
4-Risklerin izlenmesi ve raporlanmasi

Sekil 1-Risk Yonetimi Dongiisii

Risklerin
Belirlenmesi

. Risklerin Y 6netisim Risklerin
Izlenmesi ve 1o Degerlendiri
Raporlanmasi ve Kiiltiir Imesi

Risklere
Yonelik
Almacak
Kararlarin
Belirlenmesj

2.2.2.COSO Biitiinlesik Cerceve

COSO Komitesi, Amerika’da Amerikan Muhasebeciler Birligi(AAA), Amerika Sertifikali
Kamu Mubhasebecileri Birligi (AICPA) ,Uluslararas1 Finans Yoneticileri(FEI), i¢ Denetgiler
Enstitiisti(ITA) ve Yonetim Muhasebecileri Enstitiisii (IMA) olmak iizere 5 bagimsiz meslek
orgiitli tarafindan 1985 yilinda, hileli mali raporlama ile miicadele amac1 ile olusturulmustur,
Treadway Komisyonu olarak da adlandirilir.

COSO (The Committe of Sponsoring Organizations), i¢ kontroliin isletmelerde standartlagan
bir yap1 hale gelmesinde 6nciiliik etmistir ve bugiin tiim diinyada COSO I¢ Kontrol Modeli,
isletme hedeferine ulagsmak i¢in yiiriitiilen faaliyetlerin diizenli bir sekilde kontrol edilmesi i¢in
gerekli yapilarin tasarlanmasini, risklerin degerlendirilmesini ve isletme faaliyetlerinin
siirekli bir sekilde kontrol altinda tutulmasini saglayan bir model olarak ortaya ¢ikmustir. 3

COSO0, 1992 yilinda “I¢ Kontrol Biitiinlesik Cerceve” yi yayimlamistir ve kabul gérerek
diinyada yaygin olarak kullanilmaktadir. Uluslararas1 diizeyde kabul goren i¢ kontrol, kurumun
hedeflerine ulagsmasi i¢in makul giivence saglamak tizere tasarlanmis olan bir sistemdir. COSO
Cergevesinde i¢ kontrol; kurumdaki is ve eylemlerin mevzuata uygunlugunu, mali ve yonetsel
raporlamanin giivenilirligini, faaliyetlerin etkililigi ve etkinligi ile varliklarin korunmasini
saglamay1 amaglar.

30 Hasan Tiredi, COSO Modeli: i¢ Kontroliin Yapisi, Marmara Universitesi Oneri Dergisi,2014, s.142
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COSO tarafindan olusturulan ve kontrol ortami, risk yonetimi, kontrol faaliyetleri, bilgi ve
iletisim ile izleme bilesenlerinden olusan i¢ kontrol sistemi, Uluslararas1 Sayistaylar Birligi
(INTOSAI), Avrupa Komisyonu ve benzer uluslararasi kuruluslarca da referans olarak kabul
edilen bir modeldir. Asagida bilesenleri gosterilmektedir:!

Sekil.2-COSO Piramidi

[zleme

Bilgi ve letisim

Kontrol Faaliyetleri
Risk Degerlendirme

Kontrol Ortami

Risk Degerlendirme Bileseni:

Her isletme, i¢ veya dis kaynaklardan gelebilecek birgok riskle karsi karsiyadir.
Isletmelerin hedeflerine ulasabilmeleri igin bu riskleri basarili bir sekilde ydnetmeleri gerekir.
Risk yonetimi; isletmenin yonetim kurulu, yoneticileri ve ¢alisanlarinin aktif olarak rol aldig:
bir siirectir. Bu siirecte risk olarak degerlendirilebilecek olaylar tanimlanir, belirlenen risklere
kars1 isletmenin risk kabul diizeyi belirlenir ve bu diizeye gore riske yonelik dnlemler alinir.

Risklere verilen karsiliklar, riskin kabul diizeyine bagl olarak su sekillerde olabilir:

. Riskin kabul edilmesi,

. Riskin azaltilmasi,
. Riskin paylasilmasi,
. Riskten kagimilmas1.®

COSO’nun i¢ kontrol bilesenleri iginde risk degerlendirme faaliyetlerine yonelik ilkeleri ise
asagidaki tabloda verilmistir:

31 Kamu I¢ Kontrol Rehberi, HMB, s.1
32 Hasan Tiredi, COSO Modeli: i¢ Kontroliin Yapisi, Marmara Universitesi Oneri Dergisi,2014, s.147
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Tablo.3-COSO Risk Degerlendirme ilkeleri

Temel Tlkeler Ayrintilar
Hedeflerin Belirlenmesi Isletme hedeflerine iliskin risklerin
tamimlanmasini ve degerlendirilmesini saglamak
i¢in hedeflerin net bir sekilde belirtilmesi.
Risklerin Belirlenmesi ve Analiz Edilmesi Isletme genelinde hedeflere ulasabilmek igin
hedeflere iliskin risklerin belirlenerek en makul

risk yonetim siirecinin olusturulmasi.

Hile Riskinin Degerlendirilmesi Hedeflere iliskin risk yonetim siirecinde hile
riskinin ele alinmas.

Risklerde Meydana Gelebilecek Degisimlerin Isletmenin i¢  kontrol yapisimn  mevcut

Izlenmesi risklerdeki ~ degisimlerle uyumlu olmasim

saglamak  amaciyla  risklerde = meydana
gelebilecek degisimlerin izlenmesi.
Kaynak: Internal Control- Integrated Framework.COSO. 2013

Ayrica; Yine COSO tarafindan, 2004 yilinda i¢ kontrol yapisini gelistirerek mali tablolarin
giivenilirliginin saglanmasi amaciyla isletmenin hedeflerine basariyla ulagabilmesinde ortaya
cikabilecek kurumsal risk boyutunun tanimlandigi Kurumsal Risk Yonetimi Biitlinlesik
Cergevesini (KRY-Enterprise Risk Management -ERM) yayimlamistir. Degisen yasalar ve
mevzuata uyum saglanmasi ve igletmelerin i¢ kontrol yapisini giincel tutmak amaciyla COSO
i¢c kontrole iliskin ¢alismalarmni diizenli olarak giincellemeyi siirdiirmektedir.®®

Avrupa Komisyonu'nun tiim aday {ilkelere tavsiye ettigi ve COSO ile uyumlu i¢ kontrol
modelinin temel unsurlar su sekilde 6zetlenebilir:

. Yonetsel sorumluluga ve hesap verebilirlige dayali bir mali yonetim ve kontrol
(MYK) sistemi,

. Fonksiyonel olarak bagimsiz bir i¢ denetim faaliyeti,

. Bu iki alanin kamu sektdriiniin tamaminda uyumlastirilmasindan sorumlu bir

Merkezi Uyumlastirma Birimi (MUB).

5018 sayili Kamu Mali Yonetimi ve Kontrol Kanunu i¢ kontrol sisteminin isleyisini ve
sistemdeki aktorlerin rol ve sorumluluklarini tanimlamis, 26 Aralik 2007 tarih ve 26738 sayili
Resmi Gazetede Kamu I¢ Kontrol Standartlar1 Tebligini yayimlanmustir.

Buna gore, i¢ Kontrol Bilesenleri ve Standartlari asagida yer almaktadir:

33 Hasan Tiredi, COSO Modeli: i¢ Kontroliin Yapisi, Marmara Universitesi Oneri Dergisi,2014, s.143
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Sekil.3-i¢ Kontrol Bilesenleri ve Standartlari

Kontrol Risk Kontrol Bilgi ve

Ortamu Degerlendirme Faaliyetleri iletisim Izleme
+Etik degerler +Planlama ve +Kontrol +Bilgi ve + ¢ kontroliin
ve dirtstlik programlama stratejileri ve iletigim degerlendirilm
yontemleri esi
*Misyon, *Risklerin *Raporlama
organizasyon belirlenmesi ve «Prosediirlerin «I¢ denetim
yapisi ve de_gerlendirilm belirlenmesi ve «Kayit ve
gorevler esi belgelendirilme dosyalama
Sl sistemi
*Personelin *Gorevler
yeterliligi ve ayrilig -Hata,
performansi usulsiizliik ve
*Hiyerarsik yolsuzluklarin
* Yetki devri kontroller bildirilrmesi

*Faaliyetlerin
stirekliligi

*Bilgi sistemleri
kontrolleri

Kaynak: Kamu I¢ Kontrol Rehberi

RiSK DEGERLENDIRME STANDARTLARI:
“Risk degerlendirme, idarenin hedeflerinin gerceklesmesini engelleyecek risklerin

tanimlanmasi, analiz edilmesi ve gerekli 6nlemlerin belirlenmesi siirecidir.

Standart: 5. Planlama ve Programlama

Idareler, faaliyetlerini, amag, hedef ve gostergelerini ve bunlar1 gerceklestirmek igin ihtiyag
duyduklar1 kaynaklar1 igeren plan ve programlarini olusturmali ve duyurmali, faaliyetlerinin
plan ve programlara uygunlugunu saglamalidir.

Bu standart icin gerekli genel sartlar:

5.1. Idareler, misyon ve vizyonlarin1 olusturmak, stratejik amaglar ve olgiilebilir hedefler
saptamak, performanslarini 6l¢mek, izlemek ve degerlendirmek amaciyla katilimer yontemlerle
stratejik plan hazirlamalhidir.

5.2. Idareler, yiiriitecekleri program, faaliyet ve projeleri ile bunlarin kaynak ihtiyacini,
performans hedef ve gostergelerini igeren performans programi hazirlamalidir.

5.3. Idareler, biitgelerini stratejik planlarina ve performans programlarina uygun olarak
hazirlamalidir.

5.4. Yoneticiler, faaliyetlerin ilgili mevzuat, stratejik plan ve performans programiyla
belirlenen amag ve hedeflere uygunlugunu saglamalidir.

5.5. Yoneticiler, gorev alanlar1 cergevesinde idarenin hedeflerine uygun 06zel hedefler
belirlemeli ve personeline duyurmalidir.

5.6. Idarenin ve birimlerinin hedefleri, spesifik, dlciilebilir, ulasilabilir, ilgili ve siireli olmalidir.
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Standart: 6. Risklerin belirlenmesi ve degerlendirilmesi

Idareler, sistemli bir sekilde analizler yaparak amag¢ ve hedeflerinin gergeklesmesini
engelleyebilecek i¢c ve dis riskleri tanimlayarak degerlendirmeli ve alinacak Onlemleri
belirlemelidir.

Bu standart i¢in gerekli genel sartlar:

6.1. Idareler, her yil sistemli bir sekilde amag ve hedeflerine yonelik riskleri belirlemelidir.
6.2. Risklerin ger¢eklesme olasilig1 ve muhtemel etkileri yilda en az bir kez analiz edilmelidir.
6.3. Risklere kars1 alinacak onlemler belirlenerek eylem planlari olusturulmalidir.””3

2.2.3.1¢ Kontrol ve Kurumsal Risk Yonetiminin I¢c Denetim ile Tliskisi

Ulkemizde, I¢ Kontroliin tanim1 5018 say1li Kamu Mali Yonetimi ve Kontrol Kanunu ile su
sekilde yapilmistir “Idarenin amaclarina, belirlenmis politikalara ve mevzuata uygun olarak
faaliyetlerin etkili, ekonomik ve verimli bir sekilde yiiriitiilmesini, varlik ve kaynaklarin
korunmasini, muhasebe kayitlarimin dogru ve tam olarak tutulmasini, mali bilgi ve yonetim
bilgisinin zamaninda ve giivenilir olarak tiretilmesini saglamak iizere idare tarafindan
olusturulan organizasyon, yontem ve siiregle i¢ denetimi kapsayan mali ve diger kontroller

biitiiniidiir. %

Yine 5018 sayili Kanunun 11 inci maddesine baktigimizda “Ust yéneticiler, idarelerinin
stratejik planlarinin ve biitgelerinin kalkinma planina, yillik programlara, kurumun stratejik plan
ve performans hedefleri ile hizmet gereklerine uygun olarak hazirlanmast ve uygulanmasindan,
sorumluluklar: altindaki kaynaklarin etkili, ekonomik ve verimli sekilde elde edilmesi ve
kullammini saglamaktan, kayp ve kotiiye kullaniminin énlenmesinden, mali yonetim ve kontrol
sisteminin igleyisinin gozetilmesi, izlenmesi ve kanunlar ile Cumhurbaskanligi kararnamelerinde
belirtilen gorev ve sorumluluklarin yerine getirilmesinden Bakana;, mahalli idarelerde ise
meclislerine karst sorumludurlar.

Ust yoneticiler, bu sorumlulugun gereklerini harcama yetkilileri, mali hizmetler birimi ve i¢
denetciler araciligiyla yerine getirirler.” denildigini gormekteyiz.

05 Mart 2025 tarih ve 32832 sayili Resmi Gazetede yayimlanarak yiiriirliige giren “Kamu I¢
Kontrol Yonetmeligi” incelendiginde; iist yonetici ve harcama yetkililerinin “i¢ kontrol
giivence beyan1” n1 imzalarken i¢ denetim raporlarim dikkate alacaklar belirtilmistir. 3

I¢ Denetim Birimleri, I¢ kontrol sisteminin tasarim ve isleyisini siirekli inceler, giiclii ve zay1f
yoOnlerinin belirlenmesini saglar ve gelistirilmesi i¢in degerlendirme ve tavsiyelerde bulunarak,
i¢ kontrol sisteminin gelistirilmesine katkida bulunur.®’

34 Kamu I¢ Kontrol Standartlari Teblig

355018 sayill Kamu Mali Yénetimi ve Kontrol Kanunu, 55 Md
36 Kamu I¢ Kontrol Yénetmeligi, Md.11-12

37 Kamu i¢ Kontrol Rehberi, HMB, 5.6
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Ust yoneticinin i¢ kontrol sistemini destekleyerek sahiplendiginin en 6nemli gdstergelerinden
biri, bir i¢ denetim biriminin kurulmasidir. 3

Sekil 4-izleme Standartlar:

4 )
) ?‘7'Standarf Idareler i¢ kontrol
* I¢ Kontroliin sistemini yilda en az bir
Degerlendirilmesi kez degerlendirmelidir
- J
N )
. 18.Standart Idareler fonksiyope}
. . olarak bagimsiz bir i¢
* I¢ Denetim denetim faaliyetini
saglamalidir
- J

Kaynak: Kamu i¢ Kontrol Rehberi

Kamu idareleri, i¢ kontrol sisteminin etkinligini yillik olarak degerlendirir. Bu degerlendirme
sonucunda, idareler tarafindan I¢ Kontrol Sistemi Degerlendirme Raporu hazirlanir ve
yayimlanir. izleme ve degerlendirme faaliyetlerinin sonuglari, iist ydnetici ve harcama
yetkilileri tarafindan imzalanan I¢ Kontrol Giivence Beyanina dayanak teskil eder.

I¢ denetim birimi ise damismanlik ve giivence verme fonksiyonu kapsaminda i¢ kontrol
sistemini degerlendirir. Bu degerlendirme siirecinde, i¢ denetim raporlarinda i¢ kontrol
sistemindeki eksikliklere iligkin bulgulara yer verilir.

I¢ denetim birimi, danismanlik ve giivence verme fonksiyonu kapsaminda i¢ kontrol sistemini
degerlendirir ve i¢c denetim raporlarinda i¢ kontrol eksikliklerine iligkin bulgulara yer verir.®

I¢ denetim birimlerinin I¢ Kontrol Sistemindeki rolii, yalnizca “izleme standart1” ile sinirh
degildir. Ozellikle “risk degerlendirme” standartinda &nemli rolii bulunmaktadir.

Ust yonetici, risk yonetimi konusunda Idare Risk Koordinasyon ve Yonlendirme Kurulu
(IKIiYK) ile i¢ denetim biriminden giivence ahr. Risklerin etkili sekilde yonetilip
yonetilmedigine iliskin kanitlari, merkezi idarelerde bakana; mahalli idarelerde ise ilgili
meclise sunar.

I¢ denetim birimi, risk yonetimi siirecinin etkinligi ile risklerin uygun sekilde yonetilip
yonetilmedigini inceleyerek, mevzuat cercevesinde iist yoneticiye gerekli raporlamalari yapar.
Ayrica, idareler risk yonetimi siirecinin kurulmasi ve gelistirilmesinde i¢ denetim biriminden
kolaylastiricilik, rehberlik ve egitim gibi danigsmanlik hizmetleri alabilir.

38 Kamu I¢ Kontrol Rehberi, HVB, s.8
3 j¢ Kontrol izleme ve Degerlendirme Rehberi, HMB 5.32
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Stratejik risklerin gézden gecirilmesinde; varsa giincellenmis politika belgeleri, uluslararasi
gelismeler, kamuoyunun beklentileri, i¢ denetim, teftis ve rehberlik birimleri ile dig denetim
kuruluslarmin raporlart ve diger ilgili belgeler dikkate alinmalidar. *°

Kurumsal riskler, kurumun genel isleyisini ve tiim siireclerini etkileyebilecek nitelikteki
risklerdir. Bu tiir riskler, dis ¢evreden kaynaklanabilecegi gibi (6rnegin dogal afetler veya
ekonomik dalgalanmalar gibi), kurum i¢indeki yonetimsel zafiyetlerden de dogabilir (6rnegin
insan kaynaklari siireclerindeki eksiklikler gibi). Operasyonel riskler genellikle belirli bir siireg
veya faaliyete Ozgiidiir ve ilgili birim ydneticisinin sorumlulugundadir. Ancak kurumun
genelini ilgilendiren kurumsal risklerin yonetimi ve bu risklere karsi gerekli onlemlerin
alinmasi, esas olarak {ist yoneticinin sorumlulugundadir.

Birim ydneticileri, kendi alanlarindaki riskleri azaltmak icin gerekli tedbirleri almakla
yiikiimliidiir; ancak bu durum, kurum genelini etkileyen yatay konular (6rnegin insan
kaynaklari, giivenlik, lojistik gibi) iizerindeki risklerin yalnizca ilgili destek birimlerine
birakilabilecegi anlamina gelmez. Ust yonetici, bu alanlarda uygulanan kontrollerin yeterli ve
etkili oldugundan emin olmali ve sorumlulugu paylasmakla birlikte genel gozetim gorevini
yerine getirmelidir.

I¢ denetim birimlerinin risk ydnetimindeki rolii ise, kurumun risk ydnetimi konusundaki
olgunluk diizeyine gore degiskenlik gosterir. Bu roller, sadece smirli danismanlikla sinirh
kalabilecegi gibi, baz1 durumlarda is siireglerine daha aktif katilimi da igerebilir. Ancak her
durumda i¢ denetimin rol sinirlar1 agik¢a belirlenmeli ve bagimsizlik ilkesinden taviz
verilmemelidir. Asagidaki sekil, bu rollerin hangi kosullarda uygun oldugunu gostermektedir.*!

40 Kamu I¢ Kontrol Rehberi, HMB, 5.76
41 Kamu i¢ Denetim Rehberi, HMB, 5.9
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Sekil 5-Kurumsal Risk Yo6netiminde I¢ Denetimin Rolii

geligtiriimesi

KRY sisteminin devam ettirilmesi ve

WM"“‘ s i

| im.

rumsal e Risk yonetiminin sorumiusu O )

Ku Risk Yonetimi'ne dak I¢ Denetim'in Kurumsal Risk Yonetimi'ne dair I¢ Denetim'in Kurumsal Risk Yonetimi'ne dair I¢ Denetim’in
temel gorevleri belirli gartlar altinda astlenebildif gorevien istienmensesi gerekien gorevier

Kaynak: Kamu I¢ Denetimi Rehberi

Goriildiigii iizere, I¢ Denetimin Kurumsal Risk Yonetimi iizerindeki temel gorevleri;

1-Ana risklerin yonetiminin gdzden gegirilmesi.
2-Ana risklerin raporlanmasinin degerlendirilmesi.
3-Risk yonetim siireglerinin degerlendirilmesi.
4-Risklerin dogru sekilde degerlendirildigine dair giivence.

5-Risk yonetimi slireglerine dair giivence verilmesi.

Kurumsal risk yonetiminin kurumlarda olusturulmasi ve izlenmesinden iist diizey yoneticilerin
sorumlu oldugu unutulmamalidir. I¢ Denetim birimleri bu sorumlulugu iistlenmemeli ancak
kurumun risk yonetim stireglerine aktif destek ve yardim saglayacaklar1 danigsmanlik faaliyetleri

surdirebilirler.

Kurumda risk ydnetim siireci olusturulmamissa, i¢ Denetim Birimi Baskani, bu gereklilik
hususunda iist yoneticiyi bilgilendirmeli, kendi tavsiyelerini sunarak i¢ denetim faaliyetinin risk

yOnetimi siirecindeki rolii konusunda {ist yoneticinin talimatlarin1 almalidir.
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I¢c Denetim Birimleri, risk yonetim siireclerine iliskin sorumluluklarini;
(1) Kurumu kapsayan risk yonetim sisteminin degerlendirilmesi

(2) Denetim gorevlerinde risklerin yonetilmesinin degerlendirilmesi seklinde yerine
getirebilir.

Risk yonetimi ve riskin yonetilmesi farkli kavramlardir. Risk yonetimi, risklerin tanimlanmast,
degerlendirilmesi ve etkisinin kabul edilebilir bir seviyede tutulabilmesi i¢in gerekli
kontrollerin uygulanmasi, gézden gegirilmesi ve raporlanmasi siireclerini i¢ine alan bir ¢ergeve
iken; riskin yonetilmesi ise, bir siire¢ veya faaliyete iliskin risklerin yonetimi isidir.*?

2.3. Risk Tabanl i¢ Denetim ilke ve Unsurlar:

Risk tabanli i¢ denetim, temel olarak riskleri esas alarak denetim faaliyetlerini planlama
ve yiiriitme yaklasimidir. Bu yaklagimin amaci, denetim kaynaklarini en kritik risklerin
bulundugu alanlara yonlendirerek kurumun hedeflerine ulasmasini desteklemektir. Bunu
yaparken, kurumun risk yonetimi ve i¢ kontrol siire¢lerini bagindan sonuna kadar degerlendirir

Bu stirecte, risklerin nasil belirlendigi, yonetimin bu risklere yaklagimi ve kurumun hedeflerine
ulagma diizeyi gibi unsurlar dikkate alinir. Amagc, bu alanlardaki uygulamalarin ne kadar etkili
oldugunu analiz etmek ve yoOnetime iyilestirme Onerileri sunarak danismanlik destegi
saglamaktir.*®

ITA Uluslararas1 Standartlar incelendiginde, o6zellikle 2010, 2120 ve 2201 numarah
standartlarin risk tabanli i¢ denetimin gercevesini ¢izdigini gérmekteyiz.

Buna gore risk tabanli denetimin temel ilkeleri;
1. Kurumsal Hedeflerle Uyum

o Denetim faaliyetleri, kurumun stratejik hedefleriyle uyumlu olmalidir. Riskler
bu hedeflere gore degerlendirilir.

2. Risk Odakl Planlama

o Denetim plani, kurumdaki risklerin analizine ve Onceliklendirilmesine
dayanarak hazirlanir. En yiiksek risk tasiyan alanlara oncelik verilir.

42 Kamu ¢ Denetim Rehberi, HMB, 5.10
43 |brahim Cidem, Mihriban Coskun Arslan, Risk Odakli ic Denetim: Katilim Sigortaciligi Sektériinde Ornek Olay
incelemesi, Muhasebe ve Vergi Uygulamalari Dergisi, 2022, 5.577
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3. Siirekli Risk Degerlendirmesi

o Riskler sabit degildir; bu nedenle denetim plani ve uygulamasi dinamik olmali,
giincel risk degerlendirmelerine gore sekillenmelidir.

4, I¢ Kontrol ve Risk Yonetimi Siireclerinin Degerlendirilmesi

o I¢ denetim, yalnizca kontrol noktalarini degil, bu kontrollerin riskleri yonetmede
ne kadar etkili oldugunu da degerlendirir.

o. Yonetime Katma Deger Saglama

° I¢ denetim, sadece hatalar1 bulmakla kalmaz; yonetime risklerin azaltilmasi ve
stireclerin gelistirilmesi igin 6nerilerde bulunur.

6. Bagimsizlik ve Tarafsizhk

. Risklerin objektif degerlendirilmesi icin i¢ denetim birimi bagimsiz olmali ve
tarafsizligini korumalidir.

1. Tletisim ve Is Birligi

o Denetim siirecinde risk sahibi yoneticilerle siirekli iletisim kurulur. Risk
farkindaliginin artirilmasi hedeflenir.

8. Profesyonel Muhakeme ve Uzmanhk

. Denetgiler, riskleri degerlendirirken mesleki yargilarini kullanmali ve gerekirse
uzmanlardan destek almalidir.*

2.4. Risk Odakli Denetim Planlamasi

Hedef ve risklerin belirlenmis oldugu bir isletme veya kamu kurumunda, I¢c Denetim siireci, 3
yillik planlama siireci ile baglar.

I¢ denetimde ii¢ yillik planlama siireci; denetim evrenin belirlenmesi, makro risk
degerlendirmesi, denetim alanlarinin belirlenmesi ve onceliklendirilmesi, i¢ denetim plan ve
programlarinin hazirlanmasi ve onaylanmasi agsamalarindan olusur.

Denetim evreni, kurumun merkez, tagra ve yurt dis1 birimleri tarafindan yiiriitiilen tiim faaliyet,
slire¢ ve projeleri kapsar. Bu denetim evrenindeki her bir faaliyet, siire¢ ya da proje, denetim
planlamasi agamasinda mutlaka risk degerlendirmesine tabi tutulmalidir. 4

4 1A Uygulama Rehberi (UMUC)
4 Kamu i¢ Denetim Rehberi, HVB, s.24
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3. RISK TABANLI iC DENETIM SURECI
Risk odakli i¢ denetimin uygulama asamalari, agagidaki sekilde goriildiigi gibidir:

Sekil 6-Risk Odakl1 i¢ Denetim Asamalar1

Risk Bellrleme Denetim
ON CALISMA B%"H;?géﬁggl Planinin
Degerlendlrme Yapilmasi
SAHA Denetimin
CALISMASI Yiiriitilmesi
RAPORLAMA>> Raporlama >
iZLEME >> izleme >

Kaynak: ibrahim Cidem, Mihriban Coskun Arslan, 2022

Sekilde de goriildiigii gibi, siire¢ isletmenin hedeflerinin belirlenmesiyle baslar. Ardindan, bu
hedeflere ulasmay1 engelleyebilecek riskler tanimlanir ve degerlendirilir. Ugiincii adimda,
yonetimin goriisleri de alinarak belirlenen risklere gore i¢ denetim plani olusturulur. Bu ii¢
asama genellikle '6n ¢alisma' olarak adlandirilir. Dordiincii asama ise 'saha ¢alismasi'dir ve bu
asamada, denetim planina uygun sekilde denetim faaliyetleri yiriitiiliir. Besinci agsamada elde
edilen bulgular rapor haline getirilir. Son asamada ise, denetim sirasinda tespit edilen
eksikliklerin giderilip giderilmedigi izlenir ve gerekli takip ¢alismalar1 yapilir.*®

3.1. Denetim Evreni ve Risk Degerlendirmesi

Denetim evreni, bir kurumun merkez, tasra ve yurt dist birimleri tarafindan yiiriitiilen tim
faaliyetleri, siirecleri ve projeleri kapsar. Bu kapsamda denetim evrenine dahil olan her bir
faaliyet, siire¢ veya proje, denetim planlamasi sirasinda mutlaka risk degerlendirmesine tabi
tutulmalidir. 47

%6 ibrahim Cidem, Mihriban Coskun Arslan, Risk Odakli ic Denetim: Katilim Sigortaciligi Sektériinde Ornek Olay
incelemesi, Muhasebe ve Vergi Uygulamalari Dergisi, 2022, s.577
47 Kamu i¢ Denetim Rehberi, HMB, s.24
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Denetim evreninde yer alan her bir faaliyet, slire¢ ya da proje; stratejik plan, {ist yonetimin
goriisleri ve belirli risk faktorleri dikkate alinarak I¢ Denetim Birimleri tarafindan
degerlendirilir.

Bu degerlendirme ile denetlenecek alanlara 6ncelik sirasi verilir.

I¢c Denetim Birimleri tarafindan kullanilmasi dnerilen risk faktdrleri sunlardar:

o Karmasiklik: Siirecin veya faaliyetin ¢ok bilesenli ve zor anlagilir olmast,

o Yapisal degisiklikler: Orgiit yapisinda veya siiregteki Snemli degisimler,

o Mali etkiler: Biit¢eye, kaynaklara veya mali performansa etkisi,

o Sosyal etkiler: Kurum calisanlari, vatandaslar veya toplum iizerindeki etkiler,
o Itibar etkileri: Kurumun kamuoyundaki algisi etkileyen unsurlar,

o Yonetimin hassasiyeti: Ust yonetimin dzellikle 5Snem verdigi alanlar,
o Onceki denetim sonuclari: Daha 6nce tespit edilen sorunlar veya bulgular.

I¢ Denetim Birimleri, kurum faaliyetlerine gore farkli risk faktorleri belirleyip uygulayabilirler.
Degerlendirmelerin kurumun yapisina ve faaliyetlerine 6zel olarak tasarlanmasi, siirecin
islevselligini ve dogrulugunu artiracaktir.

Risk diizeyinin belirlenmesinde, mutlaka en az bir “etki” ve bir “olasilik™ faktorii kullanilmals;
bu faktorler dikkate alinarak her faaliyet, siire¢ veya proje i¢in tek bir risk puani belirlenmelidir.
Bu risk puani, s6z konusu faaliyet veya siirecin tasidigi genel riski yansitan tek bir etki ve tek
bir olasilik degeri tizerinden hesaplanmalidir.

Tablo.4-Etki ve Olasilik Faktorii Ornekleri

Etki Faktorii Olasiik Faktorii
Mali Etki Karmasiklik
Sosyal Etki Yapisal Degisiklikler
Itibar Etkisi Onceki Denetim sonuglari

Kaynak: Kamu I¢ Denetimi Rehberi

Risk degerlendirmesinin, denetim evreninde yer alan tiim faaliyet ve siirecler iizerinde, ayni
risk faktorleri kullanilarak (Gerekli goriilmesi halinde, belirlenmis olan risk faktdrlerine agirlik
verilmek suretiyle de denetime konu faaliyet/slirecin nihai risk puanmi belirlenebilir)
yapilabilecegi gibi, farkli risk faktorleri kullanilarak da risk diizeyinin belirlenebilmesi
miimkiindiir.*®

Kamu I¢ Denetim Rehberinden bir 6rnek, asagida yer almaktadar:

48 Kamu i¢ Denetim Rehberi, HMB, 5.26
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Sekil.7- Faaliyet/Siire¢/Projelere iliskin Farkli Risk Faktorleri Belirlenmesi

Kamu Alimlar: Insan Kaynaklar Derg‘f gjg;ilrajl Strateji Gelistirme
*Mali Etki *Yapisal degisiklikler *Mali etki *Yapisal degisiklikler
«Itibar etkisi * Karmagiklik « Usulsiizliik ve * Karmasiklik

yolsuzluk
+Islem hacmi «Itibar etkisi « [tibar Etkisi
* Karmagiklik
« Karmasgiklik
« Itibar Etkisi
+ Usulsiizliik ve
yolsuzluk

Hem makro analizde hem de mikro analizde ayni risk analizi modeli kullanilarak tutarlilik
saglanmalidir. Makro risk analizinde denetim evreninde yer alan faaliyet ve siirecler
puanlanirken, mikro risk analizinde faaliyet ve siireglere iligskin belirlenen riskler ayr1 ayri
puanlanir. Her bir faaliyete iliskin makro risk analizi sonuclari, her bir denetim goérevinin
sonucuna gore giincellenir.

Denetim alaninda yer alan her bir faaliyet veya siirecin, denetim alani i¢indeki agirligi yiizde
olarak belirlenir. Sonrasinda her bir faaliyet veya siire¢ icin, risk faktorleri goz Oniinde
bulundurularak, asagidaki puanlama modelinde etki ve olasilik degerlerinin kesistigi hiicrede
bulunan risk puanlar1 alinir. Denetim alani igerisinde yer alan bu faaliyet/siireclerin agirlikli
aritmetik ortalamasi alinarak s6z konusu denetim alaninin genel risk diizeyi (6nceligi)
belirlenir.*®

Sekil.8- Risk Puanlamalari

o Bu faaliyet veya siirecte yasanacak sorunlarin etkisi kurum agisindan cok kritik
BUSUIE  (1-9 puan) degildir. Donem donem kontrol edilmesi yeterlidir.
ORTA (10-18 Bu faaliyet veya siirecte yasanacak sorunlar mali ve itibar kayiplarina neden
olur. $6z konusu denetim alani, ic denetim planinda mutlaka yer almalidir.
puan) ¢ p y
(19-25 Bu faaliyet veya sirecte yasanacak herhangi bir aksama, ciddi mali ve itibar
ouan) kayiplarina neden olur. 56z konusu denetim alani, i¢ denetim programina
U

oncelikli olarak alinmasi gerekir.

49 Kamu i¢ Denetim Rehberi, HMB, s.27
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Sekil.9- Risk Analizi Modeli-Puanlama

ETKi
o - . Cok
Cok Diisiik Diigiik Orta Yiiksek viiksek
(1) (2) (3) (4)
(5)
Cok
Diigiik 1 3 [ 10 15
(1)
Diigiik 5 5
(2)
o
=
Orta
4 8
3
é (3)
Yiiksek
) 7 12
Cok
Yiiksek 11 16
(5)

Kaynak: Kamu I¢ Denetimi Rehberi

3.2. Denetim Alanlarmin Secimi ve Onceliklendirilmesi

Denetim evreninde yer alan faaliyet, siireg, alt siire¢ ve projelerden her biri, ayr1 ayr1 birer
denetim alani olarak tanimlanabilir. Ancak aralarinda iliski bulunan unsurlar, birlikte
degerlendirilerek tek bir denetim alani olarak da yapilandirilabilir. Bu siirecte dikkat edilmesi
gereken temel ilke, denetim konularinin kendi i¢inde tutarli ve biitlinsel bir sekilde ele
alimmasidir.

Denetim alanlarinin olusturulmasinda bir diger 6nemli husus ise, bu alanlara ayrilacak
muhtemel siirelerin dikkate alinmasidir. Aymi biiyiikliikteki denetimlerin benzer siirelerde
tamamlanabilmesi ve denetim kaynaklarinin etkili kullanilabilmesi amaciyla, denetim alanlari
biiyiikliiklerine gore ti¢ sinifa ayrilir:

. Kiigiik 6lcekli denetim alanlari
. Orta Ol¢ekli denetim alanlari
. Biiyiik 6l¢ekli denetim alanlari

Bu siniflandirma hem denetim planlamasinda hem de is yiikii yonetiminde verimlilik saglar.
Denetim 06lcegi belirlenirken asagidaki hususlar dikkate alinir:

. Yiiksek risk diizeyine sahip denetim alanlarinda daha fazla test yapilmasi
gerekeceginden, bu durum denetim siiresini uzatir ve denetim alaninin 6lgegini biiyiitiir.

. Bir denetim alaninda birden fazla denetim tiirii uygulanmasi planlaniyorsa,
denetim stiresi artacagindan yine daha biiyiik 6l¢ekli bir denetim planlamasi yapilmalidir.
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Birden fazla faaliyet veya siirecin birlestirilmesiyle olusturulan denetim alanlarinda, risk
puani, bu faaliyet veya siireclerin risk puanlarinin agirhkh aritmetik ortalamasi alinarak
hesaplanir. Ornegin, bir denetim alan1 dért esit agirlikli faaliyetten olusuyorsa, bu faaliyetlerin
risk puanlarinin ortalamasi alinarak denetim alaninin risk puani belirlenir.

(13 2

orta”, “diisik” olarak
derecelendirilir ve bu dnceliklendirme denetim planlamasina temel teskil eder.>

Elde edilen risk puanlarina gore denetim alanlari; “yliksek”,

3.3. Denetim Planlarmin Risk Odakh Hazirlanmasi

I¢ denetim birimlerinin uzun vadeli stratejisini belirleyen en énemli belge olan “i¢ denetim
plan1”,

¢ Denetim stratejisini,
¢ Risk diizeyi yiiksek ve orta olarak belirlenen denetim alanlarini,
¢ Planin uygulanabilmesi i¢in gereken denetim kaynaklarini,

e Kaynak kisitlarinin olas1 etkilerini, igerecek sekilde ii¢ yillik donemler igin
hazirlanir.

En az yiiksek ve orta riskli olarak belirlenen denetim alanlarinin bir plan déneminde kapsanmasi
esastir. Denetim kaynaginin imkéan verdigi Ol¢tide, diisiik riskli olarak belirlenen denetim
alanlar1 da plana dahil edilmelidir.%

I¢ Denetim Plani, her y1l bir sonraki ii¢ yil1 igerecek sekilde risk degerlendirmesi ve denetim
sonuclarina gore gdzden gegirilerek yeniden hazirlanir. Denetim alanlarinin risk diizeyine gore
hangi siklikta denetlenmesi gerektigi belirlenir. Uluslararast genel kabul gdérmiis iyi
uygulamalara gore, risk diizeyi arttik¢a o alanda daha sik denetim yapilmasi temel esastir. 52

3.4. Denetimin Yiiriitiilmesi, Saha Calismalari ve Bulgularin Tespiti
Denetim gorevi, asagidaki 3 standart grubuna uyum saglanarak gergeklestirilmektedir:

Sekil.10-Denetim Gorevinin Asamalari

Denetim Gorevinin Temel Asamalari

Denetim Sonuglarinin
Raporlanmast

(KIDS 2400)

Denetim Gorevinin Planlanmas1 Denetim Gorevinin Yurutiilmesi
(KIDS 2200) (KIDS 2300)

Kaynak: Kamu I¢ Denetimi Rehberi

50 Kamu i¢ Denetim Rehberi, HMB, 5.29
51 ¢ Denetgilerin Calisma Usul ve Esaslari Hakkinda Yénetmelik, Md.39
52 Kamu i¢ Denetim Rehberi, HMB, s.30
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I¢ Denetime iliskin plan ve program hazirlandiktan sonra, denetim ekibi olusturulur ve saha
caligmasi baslamadan Once, i¢ denetim faaliyeti, asagidaki asamalarla gergeklestirilir:

1-Gorevlendirmelerin yapilmasi
2-Tarafsizlik ve gizlilik belgelerinin hazirlanmasi
3-Denetlenen birime bildirim yapilmasi
4-On calisma
-Denetim gorev siire planinin olusturulmasi
-On arastirmanin yapilmasi
-Denetimin amacinin belirlenmesi
-Acilis toplantisinin yapilmasi
-Risklerin belirlenmesi ve degerlendirilmesi
-Calisma plan1 ve gorev is programinin hazirlanmasi ve onaylanmasi

3.4.1. Risklerin Belirlenmesi ve Degerlendirilmesi

I¢c denetim gorevleri yerine getirilirken denetim kaynaginin imkan verdigi 6lciide, en riskli
alanlara odaklanilmas1 gerekmektedir. Risklerin belirlenmesi ve degerlendirilmesi siireci, su
asamalardan olusur:

1-Risklerin belirlenmesi

2-Denetim konusunun anlagilmasi ve faaliyet amaglarinin belirlenmesi
3- Riskli alanlarin tespit edilmesi

4- Risklerin belirlenmesi ve degerlendirilmesi

5- Kontrollerin belirlenmesi ve degerlendirilmesi

6- Denetim testlerinin belirlenmesi

7- Risk kontrol matrisinin tamamlanmasi

Risklerin dogru sekilde belirlenmesi ve degerlendirilmesi i¢in 6ncelikle denetlenen alanla ilgili
faaliyetler anlasilmasi, siire¢ ve alt siirecler degerlendirilmeli ve bunlarin amag ve hedeflerinin
de tespit edilmesi gerekmektedir.

Kurumun stratejik plan ve performans programi da g6z onilinde bulundurularak, denetlenen
slirecin/birimin amaglar1 ortaya konulmali, eger birim tarafindan belirlenmemis ise birlikte
calisilarak belirlenmesi gerekmektedir. Aksi takdirde, risklerin belirlenip degerlendirilmesi ve
oncelik sirasina konulmasinda yanlis sonuglar aliabilecektir.®

53 Kamu i¢ Denetim Rehberi, HMB, s.42
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Riskli alanlar tespit edildikten sonra, risklerin degerlendirilmesi ve saha ¢alismasinda test
edilecek kontroller belirlenebilecektir.

Sekil.11-Risk ve Kontrollerin Belirlenmesi Siireci

. Amaglara ulasmay1
. Faaliyet veya
.. Faallyet Veya —>| siirecin amaclarinin —> engelleyecek
siirecin anlagilmasi ortava konmasi sorunlarin
Y belirlenmesi
|
Vi
. . Risklerin ;
Risklerin : degerlendirmeye : Kontrollerin
tanimlanmasi . tanimlanmasi
tabi tutulmasi
|
Vi
Kontrol stratejisinin ; Saha galismalarinin 5
belirlenmesi yuriitilmesi Raporlama

Gelecege yonelik olarak olasilik ve etkilerinin belirsizlik igermesi, riskin en temel 6zelligidir.
“Riskler belirlenirken “siire¢cte amaca ulasmay1 engelleyecek hususlar nelerdir?”, “Hata ve
suiistimale acik alanlar hangileridir?” sorular1 cevaplandirilmaya calisilir.”** Denetim ekibinin
tamaminin katildig1 ¢aligmalarla riskler dokiimante edilmeli ve risk kiitiigiine kaydedilmelidir.

Sekil.12- Ornek Risk Kiitiigii

[Baslik Bilgisi Girilecek]
Tanim

[Aciklayict bilgiler girilecektir]
llgili Oldugu Faaliyet llgili Oldugu Birimler

Igili Oldugu Amag

[Riskin ilgili oldugu faaliyetin amac1
buraya girilecektir.]

[lgili Oldugu I¢ Kontrol Amaci

[ ] Kurumun misyon ve stratejik
amaclarina ulagmasi

[ ] Faaliyetlerin etkin ve etkili bir sekilde
stirdiiriilmesi

[ ] Kanun ve diger yasal diizenlemelere
uyumun saglanmast
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COK YUKSEK e Riskin gerceklesmesi yoniinde c¢ok ciddi emareler

bulunmaktadir.
e Benzer olaylarla ¢ok sik karsilasiimaktadir.
YUKSEK e Riskin ger¢eklesmesi yoniinde ciddi emareler bulunmaktadir.
e Benzer olaylarla sik karsilasiimaktadir.
ORTA e Riskin gergeklesmesi yoniinde bazi emareler bulunmaktadir.

e Benzer olaylarla ara sira karsilagilmaktadir.

DUSUK e Riskin gergeklesmesi yoniinde hi¢bir emare bulunmaktadir.
e Benzer olaylarla nadiren karsilagilmaktadir.

COK DUSUK e Riskin gergeklesmesi yoniinde hi¢bir emare bulunmaktadir.
e Gecmiste benzer bir olayla karsilagilmamistir.

[ ] Usulsiizlk ve yolsuzluklarin
onlenmesi

[ ] Raporlama ve diger bilgilerin
dogrulugunun ve giivenilirliginin
saglanmast

Aciklamalar

[Aciklayici bilgilerin yetersiz oldugu
durumlarda daha detayl bilgiler

girilecektir.]

Risk Smifi [Rehberin ekinde yer alan Risk Siniflandirma
Tablosuna uygun olarak risk sinifi girilecektir.]

Referans

Kaynak: Kamu I¢ Denetimi Rehberi

Belirlenen riskler, smiflandirildiktan sonra, olasilik/etki degerlendirmesi yapilir. Burada,
asagidaki skala kullanilabilir:

Sekil.12-Olasilik ve Etki Degerlendirme Skalasi

OLASILIK ETKI

COK YUKSEK Asagidaki veya asagidakilere benzer etkilerin ortaya c¢ikmasi sz
konusuysa risk “Cok Yiiksek” olarak degerlendirilir.

o Can kaybi, ¢ok biiyiik miktarli mali kayplar, ciddi sosyal
sorunlar, faaliyetin uzun siire yiiriitiilememesi, kurumsal
itibarin ciddi sekilde sarsilmas gibi.

YUKSEK Asagidaki veya asagidakilere benzer etkilerin ortaya ¢ikmasi s6z
konusuysa risk “Yiiksek” olarak degerlendirilir.

o Kigsilerin ciddi yaralanmalar: veya sakatlanmalari, biiyiik
miktarli mali kayplar, kurumsal itibar kaybi, faaliyetin kismen
sekteye ugramasi, sosyal rahatsizliklar gibi.

ORTA Asagidaki veya asagidakilere benzer etkilerin ortaya g¢ikmasi soz
konusuysa risk “Orta” olarak degerlendirilir.
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o Mali kayiplar, faalivetin bir Fkismumn belli siireyle
yiirtitiilememesi gibi.

DUSUK Asagidaki veya asagidakilere benzer etkilerin ortaya g¢ikmasi soz
konusuysa risk “Diisiik” olarak degerlendirilir.
o Diisiik tutarli mali, kayiplar, faaliyetin siirdiiriilmesinde basit
sorunlarin yaganmasi gibi.
COK DUSUK Asagidaki veya asagidakilere benzer etkilerin ortaya g¢ikmasi soz

konusuysa risk “Cok Diisiik” olarak degerlendirilir.
o Cok diisiik tutarli mali kaywplar, faaliyeti yiiriiten kisilerin basit
sorunlar yasamasi gibi.

Kaynak: Kamu i¢ Denetimi Rehberi

3.4.2. Kontrollerin Belirlenmesi

Risk degerlendirmesinin tamamlanmasinin ardindan, bu risklere yonelik mevcut kontrollerin
belirlenmesi ve degerlendirilmesi asamasina gecilir. Kontroller, risklerin gerceklesme
olasiligin1 veya gerceklesmesi durumunda ortaya ¢ikabilecek etkileri en aza indirmeye yonelik

alinan her tiirli onlemdir.

Tiim kontrollerin tek tek gézden gecirilmesine gerek yoktur. Risk degerlendirmesi sonuglari,

hangi kontroller iizerinde yogunlasilmasi gerektigi konusunda yol gdsterici olur. Calismamasi
durumunda faaliyetin aksamasina veya mali kayiplara yol agabilecek kontroller, Kilit kontroller
olarak tanimlanir. Saha ¢alismas1 asamasinda, kilit kontrol olarak kabul edilen tiim kontroller
denetim testlerine tabi tutulmalidir.>®

Bu asamada ayrica saha ¢aligmasi sirasinda test edilecek kontroller belirlenir.

Sekil 13- Kontrollerin Testi

ETKIi OLASILIK RISK PUANI Tlgili Kontrollerin
Test Edilip
Edilmeyecegi
Cok diisgiik Cok diisiik 1 Genel olarak hayir
Cok diisiik Diisiik 2 Genel olarak hayir
Cok diisiik Orta 4 Genel olarak hayir
Cok diisiik Yiiksek 7 Genel olarak hayir
Cok diisiik Cok yiiksek 11 Yeterli kaynak varsa
Diisiik Cok diisiik 2 Genel olarak hayir
Diisiik Diisiik 5 Genel olarak hayir
Diisiik Orta 8 Genel olarak hayir
Diisiik Yiiksek 12 Yeterli kaynak varsa
Diisiik Cok yiiksek 16 Yeterli kaynak varsa
Orta Cok yiiksek 20 Evet

55 Kamu i¢ Denetim Rehberi, HMB, s.50
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Yiiksek Yiiksek 21 Evet
Yiiksek Cok yiiksek 23 Evet
Cok yiiksek Cok diisiik 15 Yeterli kaynak varsa
Cok yiiksek Diisiik 19 Evet
Cok yiiksek Orta 22 Evet
Cok yiiksek Yiiksek 24 Evet
Cok yiiksek Cok yiiksek 25 Evet

Kaynak: Kamu I¢ Denetimi Rehberi

Risk ve kontrollere iliskin degerlendirmeler sonucunda “Risk Kontrol Matrisi” olusturulur. Bu
matriste su bilgilere yer verilir:

Denetlenebilir alanlar, alt faaliyetler veya siirecler,
Igili birimler,

Bu alanlara iliskin riskler,

Risklere yonelik kontroller,

Risk diizeyi,

Denetim testlerine iliskin bilgiler.

ok wnE

I¢c Denetim Birimleri (IDB), risk kontrol matrisinde yer almasini istedikleri alanlar1 asagidaki
liste dogrultusunda detaylandirabilirler. Bu asamada, risk kontrol matrisinin denetlenen birim
yoOnetimiyle paylasilmasi ve birim goriislerinin dikkate alinarak gézden gegirilmesi, iyi bir
uygulama olarak dne ¢ikar.%®

Sekil.14-Risk Kontrol Matrisi

DENETLENEBILIR ALAN
SUREC RISK KONTROL TEST

Adi
Tiir (Otomatik/Manuel)

Alt Siireg/Faaliyet/Proje Adi Tiir (Kilit/Telafi Edici)

Adi Risk Sinifi | Tiir (Onleyici/Tespit Edici) Adi

Aciklama Diizeyi (Kurumsal/Birim/Siire¢) | Aciklama

Amag Puani Siklig

flgili Kamu i¢ Kontrol Standardi

Kaynak: Kamu I¢ Denetimi Rehberi
3.4.3. Denetim Testlerinin Uygulanmasi (Saha Calismasi)
Denetim testlerinin gergeklestirilmesi, Risk Kontrol Matrisi' nin “Kontrol Faaliyeti” siitununda

yer alan kontrollerin gergekten var olup olmadiginin ve etkin sekilde isleyip islemediginin
uygun kanitlarla dogrulanmasini kapsar.

56 Kamu i¢ Denetim Rehberi, HMB, s.53
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Testlerin nasil uygulandigi, hangi bilgilerin elde edildigi, kullanilan kanit toplama teknikleri ve
testler sonucunda ulasilan bulgular ¢aligma kagidinda ayrintili olarak belgelenir.

Testler sonucunda elde edilen bilgilerin; yeterli, glivenilir, ilgili ve faydali nitelikte olmasi
esastir. Bu unsurlar, denetim bulgularinin gecerliligi ve denetim sonuglarinin giivenilirligi
acisindan kritik 6neme sahiptir.®’

Saha ¢alismasi su asamalardan olusmaktadir:
1-Orneklemin planlanmasi
2-Orneklemin se¢imi ve incelenmesi
3-Orneklemin sonuglarmin degerlendirilmesi.

3.5. Bulgularin Raporlanmasi ve izleme

I¢ denetciler, gergeklestirdikleri denetim testleri sonucunda kontrollerin isleyip islemedigi ve
herhangi bir uygunsuzluk bulunup bulunmadigina dair kanitlar elde ederler. Bu kanitlar,
kontroliin etkinligine iliskin bir degerlendirme yapilabilmesi agisindan temel teskil eder.

3.5.1. Bulgularin Raporlanmasi

Elde edilen bilgi ve kanitlar, i¢ denetciler tarafindan analiz edilerek olumlu veya olumsuz bir
kanaate ulasilir.

. Olumsuz sonug, test edilen kontroliin saglikli bir sekilde ¢alismadigini ya da
kontroliin etkinligi konusunda makul siiphe olugtugunu gosterir.

. Olumlu sonug ise, kontroliin yeterli ve etkin bir sekilde isledigine dair kanaat
olustugu anlamina gelir.

Olumsuz test sonuglari, denetim ekibi tarafindan gézden gecirilerek denetim bulgularinin
olusturulmasinda kullanilir.>®

Sekil.15-Bulgu Formu Ornegi

[Bulgunun Sayisi]- [Bulgunun Konusu Bilgisi Girilecektir.]

Bulgunun Ilgili Oldugu Birim ‘ Bulgunun Onem Diizeyi

Mevcut Durum
Neden
Risk ve Etkileri
Kriter
Oneri

57 Kamu I¢ Denetim Rehberi, HMB, s.55
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1. Mevcut Durum: Saha galismalar1 sirasinda yapilan testler sonucunda gézlemlenen somut
durum ya da tespit edilen uygulama burada yer alir. Bu boliimde sadece fiili duruma iliskin agik
ve dogrulanabilir bilgiler sunulmalidir.

2.Neden: Mevcut durum ile olmasi gereken durum arasindaki farkliligin neden kaynaklandigi
analiz edilir. Gergek ve temel nedenin dogru sekilde ortaya konmasi, etkili ve uygulanabilir
oneriler gelistirilebilmesi agisindan kritik 6neme sahiptir. Bu dogrultuda, 6zellikle 6nem
derecesi yiiksek bulgular i¢in K6k Neden Analizi yonteminden yararlanilmasi tavsiye edilir.

3. Riskler ve Etkileri: Mevcut durumun devam etmesi halinde kuruma veya ilgili paydaslara
yonelik olusabilecek riskler ile bu risklerin dogurabilecegi olast etkiler degerlendirilir. Bu
boliim, bulgunun 6nem derecesinin anlagilmasina yardimci olur.

4. Kriter: Bulgunun olmasi gereken duruma gore degerlendirilmesinde dayanak olarak
kullanilan normatif diizenlemeler veya uygulama standartlar belirtilir. Kriterler sunlardan biri
ya da birkag1 olabilir:

. Ilgili mevzuat (kanun, ydnetmelik, teblig, yonerge vb.)

. Kurum i¢i diizenlemeler (genelgeler, prosediirler, hizmet standartlar1 vb.)
e  Kamu i¢ Kontrol Standartlari

. Stratejik plan ya da performans programindaki hedef ve gostergeler

. Uluslararas1 kabul gormiis standartlar
. Ulusal veya uluslararasi en iyi uygulama 6rnekleri

5. Oneri: Uygunsuzlugun nedenini ortadan kaldirmaya yonelik alinmasi gereken tedbirler,
yapilmasi gereken islemler ve iyilestirme adimlar1 bu bdliimde yer alir. Oneriler, uygulanabilir,
gercekei ve denetlenen birim tarafindan hayata gecirilebilir nitelikte olmali; ayrica yapici bir
yaklagim igermelidir. Bu siirecin basarisi i¢in, denetlenen birimle etkin iletisim kurulmasi ve is
birligi yapilmas1 énemlidir.>®

3.5.2. Denetim Raporunun Olusturulmasi

Raporlama siireci, saha ¢aligsmalar1 sonucunda olusturulan bulgularin resmi olarak denetlenen
birim/birimlerle paylasilmasiyla baglar ve hazirlanan denetim raporunun iist yonetici imzasiyla
ilgili birimlere gonderilmesiyle sona erer.

Denetimin raporlama asamalart sunlardir:
1-Bulgularin resmi olarak paylasiimasi
2-Kapanis toplantisinin yapilmasi

3-Denetim raporunda yer alacak bulgulara karar verilmesi

%9 Kamu i¢ Denetim Rehberi, HMB, s.65
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4-Denetim goriisiiniin olusturulmasi

5-Denetim raporunun hazirlanmasi

3.5.3. izleme

Izleme kapsaminda, denetim veya danismanlik raporlarinda belirtilen dneriler, bu dneriler
dogrultusunda sorumlu birimlerce gergeklestirilmesi taahhiit edilen ve belirli bir takvime
baglanan eylemlerin gerceklesme diizeyi ile bu eylemlerin ilgili riski azaltip azaltmadigi
dikkate alinir. Izleme siireci, sadece eylemin tamamlanip tamamlanmadigim degil, ayni
zamanda bu eylemin hedeflenen iyilesmeyi saglayip saglamadigini da degerlendirmeyi
amaglar.

I¢ Denetim Birimi (IDB), eylem tarihi sona eren bulgulara iliskin gerceklesme bilgileri ve
bunlara dair belgeleri denetlenen birimden yazili olarak talep eder. Denetlenen birim tarafindan
gonderilen bilgi ve belgeler, eylem planinda belirtilen hususlarin yerine getirilip getirilmedigini
ortaya koyacak nitelikte olmalidir. Eger bu belgeler dogrultusunda, eylemlerin yeterli sekilde
gerceklestirildigi kanaatine varilirsa, izleme gorevlisi olan i¢ denet¢i tarafindan ilgili bulgu
“TAMAMLANMIS” olarak kapatilir.

Izleme siirecinde, eylem planinda belirtilen tarihe kadar herhangi bir ilerleme kaydedilmedigi
ve denetlenen birim tarafindan siire uzatimina yonelik bir talep sunulmadigi durumlarda, s6z
konusu bulgu bir sonraki izleme periyoduna dahil edilir. Eger ikinci izleme periyodunda da
herhangi bir gelisme yasanmazsa, bu durumda kurumun ilgili riski tistlendigi kabul edilir ve
bulgu “RiSK USTLENILDI” olarak kapatilir.

Ancak, I¢ Denetim Birimi Baskanu, {istlenilen riskin kurum acisindan kabul edilemez oldugunu
degerlendirirse, bu hususu denetlenen birim yoneticisiyle miizakere eder. Miizakere sonucunda
ortak bir goriise ulagilamazsa, konu iist yonetime iletilerek nihai ¢dziim saglanmasi amaclanir.

Izleme ile gorevlendirilen i¢ denetci, denetlenen birimin gergeklestirdigi eylemlere iliskin
gonderdigi bilgilerle birlikte varsa yaptig1 testlerin sonuglarini  degerlendirir. Bu
degerlendirmeler calisma kagida kaydedilir ve ilgili belgeler bir yazi ekinde I¢ Denetim
Birimi’ne sunulur. Tiim bu belgeler ilgili denetim dosyasinda muhafaza edilir.

Bulgular kapatildiktan sonra, bulgunun ilgili oldugu risklere iliskin mikro risk puam
giincellenir. Ayni1 sekilde, bulgunun 6nem derecesi ve etkileri dikkate alinarak, denetim alani
kapsamindaki faaliyet veya siirece iliskin risk diizeyi puan1 da i¢ Denetim Birimi Baskani

tarafindan yeniden degerlendirilerek giincellenir.®

0 Kamu i¢ Denetim Rehberi, HMB, s.77
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4. Risk Tabanh i¢ Denetim Uygulamalar

I¢c denetim faaliyetlerinin riskler iizerinde yogunlasmas1 gerektigi gerek uluslararasi alanda
gerckse ulusal alanda yapilan diizenlemelere bakildiginda agikg¢a goriilebilmektedir.

4.1. Tiirkiye'de Kamu idarelerinde Durum

Ulkemiz, AB uyum siireci miizakereleri ile baslayan siirecte ve sonrasinda, uluslararas alanda
diizenlenen standartlara uyum saglanmasi igin diizenlenen Kamu i¢ Denetim Standartlari,
standartlar paralelinde diizenlenmis olan ve yukarida agiklanan i¢ denetim mevzuati ve
rehberler, Tiirkiye’de i¢ denetim uygulamalariin risk esasli yapilmasi gerektigini ortaya
koymaktadir.

Ayrica, 5018 sayili Kamu Mali Yo6netimi ve Kontrol Kanunu'na dayanilarak ¢ikarilan ve 2006
yilinda yayimlanan “I¢ Denetcilerin Calisma Usul ve Esaslari Hakkinda Y&netmelik” te de
kamu idarelerinde i¢ denetimin risk esasli bir yaklagimla gergeklestirilmesi gerektigi
vurgulanmaktadir. Yonetmeligin gesitli maddelerinde, kamu idarelerinin tiim birimlerinin iglem
ve faaliyetlerinin sistematik, stirekli ve disiplinli bir sekilde, denetim standartlarina uygun
olarak i¢ denetime tabi tutulacag: belirtilmektedir. Ayrica, i¢ denetim planlarinin, kurumlarin
karsilasabilecegi risklerin tespiti ve degerlendirilmesi esas alinarak hazirlanmasi gerektigi ifade
edilmektedir.

Tiirkiye’de kamu sektoriinde risk odakli i¢ denetim yaklagiminin uygulanma diizeyinin
belirlenmesi amaciyla yapilan bir ¢aligma incelenmistir.

“Kamu Sektoriinde Risk Odakli I¢ Denetim Yaklasimi: Kamu I¢ Denetgilerine Yénelik Bir
Arastirma” adi ile Atatiirk Universitesi Iktisadi ve Idari Bilimler Dergisinde 12017 yilinda
yayimlanan bu ¢alismada, 963 i¢ denet¢iye anket uygulamasi yapilmistir.

Anket sonuglarina gére, Kamu Idarelerinde risk odakli i¢ denetim yaklasiminin planlanmasi ve
yiriitiilmesi asamalarinda uygulama diizeyinin iyi oldugu, ancak risk odakli i¢ denetim siireci
tim asamalariyla birlikte disiiniildiigiinde, s6z konusu siirecin kurumlarda uygulanma
durumunun istenilen diizeyde olmadig1 sonucuna varildigi goriilmiistiir.

4.2. Tiirkiye’de Ozel Sektor Uygulamalar

Tiirkiye’de i¢ denetim fonksiyonu, kiiresel ticaretin artmasi ve sinirlarin kalkmasiyla birlikte
ozellikle 6zel sektérde daha hizli bir gelisim gdstermistir. Ozel sektér kuruluslari, hem ulusal
hem de uluslararasi diizeyde rekabet edebilmek i¢in katma deger yaratan bir i¢ denetim
anlayisina sahip olmay1 6nemli bir gereklilik olarak gérmektedir. Bu baglamda, risk odakl1 i¢
denetim yaklagimi O6ne ¢ikmakta ve kurumlarin denetim kaynaklarini en kritik alanlara
yOnlendirmesine olanak saglamaktadir.

61 Resat Karcioglu, Ersin Kurnaz “Kamu Sektériinde Risk Odakli i¢ Denetim Yaklasimi: Kamu i¢ Denetcilerine Yonelik
Bir Arastirma”, Atatiirk Universitesi iktisadi ve idari Bilimler Dergisi, 2017, 5.1102
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Risk odakli i¢ denetimin 6zel sektérdeki uygulamalarina iliskin bazi 6rnekler bu gelisimi ortaya
koymaktadir. Ornegin, HSBC Bank A.S. Teftis Kurulu Baskan1 Julian Scrine, i¢ denetimde
yeni yaklasimlarla ilgili bir sdyleside, denetimlerin artik belirli donemlere bagl kalmaksizin,
risklere gore sekillendirildigini ifade etmistir. Scrine’e gore, diisiik riskli alanlar daha seyrek
denetlenirken, ytiksek riskli alanlara daha fazla kaynak ayrilmasi gerektigi yoniinde bir anlay1s
gelismektedir. Bu durum, denetim fonksiyonuna esneklik kazandirmakta ve risklerin daha etkin
sekilde yonetilmesine katki saglamaktadir.

Benzer sekilde, Ko¢ Finansal Hizmetler i¢ Denetim Direktorii Stefano Perazzini de tiim
denetimlerin ve denetim planlarinin tamamen risk odakli olarak hazirlandigini belirtmistir.
Perazzini, planlama asamasinda riskin boyutu ve sikliginin dikkate alindigin1 ve bu sayede
kurumun riskleri daha iyi degerlendirme imkan1 buldugunu ifade etmistir. Bu yaklagim, 6zel
sektorde i¢ denetimin katma deger yaratan bir yapi olarak konumlanmasinda 6nemli rol
oynamaktadir.

Kamu sektoriinde ise risk odakli i¢ denetim uygulamalar1 yasal diizenlemelerle
desteklenmektedir. Bankacilik Diizenleme ve Denetleme Kurumu (BDDK) tarafindan 2012
yilinda yayimlanan “Bankalarin i¢ Sistemleri Hakkinda Yonetmelik” in 26. maddesinde, i¢
denetim sisteminin etkinliginin, risk degerlendirmelerine dayali olarak saglanacagi agikca
belirtilmistir. Bu diizenlemeye gore, denetim caligmalarinda 6ncelik verilecek alanlar ve
denetim siklig1, bankanin maruz kaldig: riskler g6z 6niinde bulundurularak belirlenmelidir.

Tim bu gelismeler, hem 6zel sektorde hem de kamu sektoriinde i¢ denetim fonksiyonunun
giderek daha aktif ve stratejik bir yapiya biirlindiiglinii gostermektedir. Ancak, i¢ denetim
faaliyetlerinin etkili bir sekilde siirdiiriilebilmesi yalnizca yasal diizenlemelerle sinirli degildir.
Ayn1 zamanda, yeterli sayida nitelikli ve profesyonel i¢ denet¢inin istihdam edilmesi de bu
siirecin basaris1 agisindan biiyiik Snem tagimaktadir.%?

4.3. AB Ulkelerinde Diizenlemeler

Avrupa kitasi, fiziki biiytlikliik agisindan diinyanin en biiytik iilkelerinden en kiigiigiine kadar
yaklagik 45 farkli milleti barindirmaktadir. Ekonomik ve politik agidan bakildiginda ise Avrupa
Birligi (AB) iginde oldukga gesitli yapilarm bulundugu goriilmektedir. Ornegin, Ingiltere gibi
serbest piyasa ekonomileri, Fransa gibi devlet miidahalesinin yogun oldugu karma ekonomiler
ve Rusya ile Ukrayna gibi eski Sovyetler Birligi {ilkelerinin gecis ekonomileri bu ¢esitliligi
ortaya koymaktadir. Bu farkliliklar nedeniyle AB icinde tekdiizelik saglamak zor olsa da,
“Direktifler” yoluyla tiye lilkelerde ortak muhasebe, raporlama ve denetim uygulamalarinin
gelistirilmesi hedeflenmektedir.

AB’ye iiye iilkelerin, yayimlanan direktifleri belirli bir siire i¢inde uygulamaya koymalar1 ve
kendi ulusal mevzuatlarini bu diizenlemelerle uyumlu hale getirmeleri gerekmektedir
(Caliskan, 2006: 52). Bu kapsamda Avrupa Sirketler Hukuku Direktifleri dogrultusunda 6nemli

62 Resat Karcioglu, Ersin Kurnaz “Kamu Sektériinde Risk Odakli i¢c Denetim Yaklasimi: Kamu ¢ Denetcilerine
Yénelik Bir Arastirma”, Atatiirk Universitesi iktisadi ve idari Bilimler Dergisi, 2017, 5.1091
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diizenlemeler yapilmistir. Ornegin, 4. ve 7. Direktifler muhasebe standartlarimi diizenlerken, 8.
Direktif denetim standartlartyla ilgili hiikiimler igermektedir. ilk olarak 1984 yilinda
yayimlanan ve 2006 yilinda revize edilen 8. Direktif, AB iiyesi iilkelerde yasal denetimle ilgili
uygulamalarin uyumlu héle getirilmesini amaglamaktadir.

Direktif’in 41. maddesi 6zellikle dikkat ¢ekicidir. Bu maddede, yonetim kurullar1 ve denetim
komiteleri, risk yonetimi ve kontrol sistemlerinin etkililigini izleme ve bu konuda seffaf ve
giivenilir bilgi saglama gorevleriyle yiikiimlendirilmigtir. Bdylelikle, yonetim organlarinin
sermaye piyasasi katilimeilarinin beklentilerini kargilamasi ve kurumsal risklerin yonetilmesine
yonelik i¢ denetim mekanizmalarini dikkate almasi gerektigi agik¢a vurgulanmaktadir.

2006 tarihli Revize 8. Direktif ile denetim siireglerine yonelik bircok alanda iyilestirme
yapilmistir. Bu kapsamda kamu gozetimi, kalite giivencesi, miisteri bilgilerinin gizliligi,
denetim firmalarinin seffafligi, denetcilerin bagimsizlig1 ve uluslararasi denetim standartlarina
uyum gibi konularda diizenlemelere gidilmistir (Kayim, 2006: 152). Bu degisiklikler, AB’de
denetim sisteminin seffaf, giivenilir ve wuluslararasi normlarla uyumlu bir yapiya
kavusturulmasini hedeflemistir.

Avrupa’da i¢ denetim mesleginin kurumsallasmasinda dnemli bir gelisme de Avrupa Ig
Denetim Enstitiileri Konfederasyonu’nun (European Confederation of Institutes of Internal
Auditing — ECIIA) kurulmas: olmustur. 1980 yilinda Almanya, Fransa, Ingiltere, Portekiz,
Belgika, Hollanda gibi iilkelerin katilimiyla kurulan ECIIA, Avrupa ve Akdeniz kiyisindaki 34
iilkede faaliyet gosteren i¢ denetim enstitiilerini temsil etmektedir. ECIIA nin temel amaci,
Uluslararasi I¢ Denetim Standartlar1 ve mesleki etik ilkelerinin yayginlastirilmasi ve hem kamu
hem 6zel sektorde uygulanmasini temin etmektir. Ayrica, kurumsal yonetim tartigmalarinda i¢
denetimin gelistirilmis roliinii destekleyecek onerilerde bulunmak da Konfederasyonun temel
amagclar1 arasinda yer almaktadir.

2000’11 wyillarin basinda Avrupa Komisyonu tarafindan yayimlanan "Reforming the
Commission — A White Paper" adli raporda, Komisyonun idari ve mali yapisinin gozden
gecirilmesi gerektigi belirtilmistir. Rapor kapsaminda, mali kontrol biriminin yaninda bagimsiz
bir i¢ denetim sisteminin kurulmasi ve bu yapmin denetim komitesi aracilifiyla stirekli
izlenmesi gerektigi ifade edilmistir. Bu Oneriler, AB’nin mali islemlerin hacmi ve
karmagikligindan kaynaklanan riskleri etkin bir bicimde ydnetme ve kaynaklari verimli
kullanma hedefinin bir yansimasidir.®3

4.4. Sayistay Perspektifi

Sayistay, i¢ denetim faaliyetlerine yaklasiminda risk tabanlh (risk odaklh / sistem tabanli)
denetim ydntemini temel almaktadir. Raporlarinda bu anlayis1 hem ilkeler hem yontemler
boyutunda agik¢a ortaya koydugu goriilmektedir.

8 Halime KARACA, i¢ Denetimin Tarihsel Gelisimi ve i¢ Denetim Diizenlemeleri, Muhasebe ve Finans Tarihi
Arastirmalari Dergisi, 2023, 5.63
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1. Risk Odakli Denetim Modeli

Sayistay’in “Diizenlilik Denetimi Rehberi” ve kamu isletmeleri rehberlerinde, denetim
yaklasimi sistematik bir model etrafinda kuruludur. Bu modelde:

. I¢ kontrol sistemlerinin giivenilirligi degerlendirilir,

. Denetim kaynaklar1 (zaman, emek, testler) ozellikle yliksek riskli alanlara
yonlendirilir,

. Kontrol giivencesi ve maddi dogrulama giivencesi dengeli sekilde birlestirilir

Bu sayede, i¢ kontrol sistemine giivenilen alanlarda sadece test sayisi azaltilarak kaynaklar
diger riskli 6deme, harcama, siire¢ alanlarina aktarilir.

2. Denetim Riski Unsurlar

Sayistay, uluslararasi standartlara (ISSAI) paralel olarak ii¢ temel risk unsuruna odaklanir:

1. Yapisal Risk — Kurumsal sistemin karmasikligi ya da dogasi.
2. Kontrol Riski — I¢ kontroliin hata-diizeltme kapasitesi.
3. Tespit Riski — Denetginin uyguladigi prosediirlerin hatalar1 saptayamama olasiligi

Bu yapi, i¢ denetim faaliyetlerini planlama, prosediir se¢imi ve kaynak dagilimi agisindan risk
temelli organize eder.

3. ¢ Kontroliin Degerlendirilmesi

Raporlarda sik¢a yer alan “i¢ kontrol sistemi degerlendirmeleri”, kontrol ortami, risk
degerlendirme, bilgi-iletim ve izleme gibi standartlar1 kapsar.

4. Standartlara Uyum ve Uluslararasi Yaklasim

Sayistay, ISSAI (ISSAI 100—400) ve COSO gibi uluslararasi standartlara dayanan bir ¢erceve
izler. Denetim rehberleri ile tiim rutinlerinde risk degerlendirmesi siireclerini zorunlu kilar

5. Elde Edilen Kararlar

Bu risk temelli yaklagim sayesinde:

. Denetci, sistemin gii¢lii oldugu alanlarda daha az prosediirle, riskli alanlarda
daha derinlemesine testlerle makul diizeyde giivence saglar.

. I¢ kontrol sistemi gii¢lii olan birimler, daha az kaynakla denetlenerek verimlilik
artirilir.

. Riskli birimler i¢in daha detayli test yaklasimu ile giivenilir sonug elde edilir. &

64 Kamu Isletmeleri Denetim Rehberi, Sayistay Baskanligi, Mart 2022
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5. Risk Tabanh i¢ Denetimin Kurumsal Katkilar

Risk tabanli i¢ denetim; kurumlarin stratejik hedeflerine ulasmasinda rehberlik etmekte, etkin
bir risk yonetimi kiiltiiriiniin yerlesmesini saglamakta ve hem 6zel hem kamu sektoriinde
kurumsal siirdiiriilebilirligi desteklemektedir. I¢ denetimin sadece kontrol isleviyle sinirh
olmayan bu genigletilmis rolii, kurumsal katma degerin artirilmast agisindan kritik dneme
sahiptir.

Risk Tabanh I¢ Denetim (RTID), denetim kaynaklarinin sinirli oldugu ger¢eginden hareketle,
kurumun hedeflerine ulagsmasini engelleyebilecek yiiksek riskli alanlara oncelik verilerek
yapilan i¢ denetim tiiriidiir. Bu yaklagim, geleneksel uygunluk denetiminden farkli olarak
stratejik farkindalik, onleyici analiz ve yonetisim destegi sunar.

Temel Ilkeleri:

o Kurumsal hedeflerle uyumlu risk analizi

. Olasilik-etki matrisleri ile risk onceliklendirmesi

o Denetimin yonetime stratejik danismanlik sunmasi
. Proaktif ve dngdriicii bakis agist

Tablo-5. Risk Tabanli I¢ Denetimin Kurumsal Katkilari

Katki Alami Aciklama
Stratejik Uyum Denetim faaliyetleri, kurumsal strateji ve performans hedefleriyle
senkronize edilir. Boylece kaynaklar dogru alanlara yonlendirilir.

Kaynaklarin  Etkin | Diisiik riskli alanlara zaman ve emek harcamak yerine, kritik

Kullanimi stireclerde verimlilik artis1 saglanir.

Karar Destek | Ust yonetime, denetim sonuglari iizerinden erken uyarilar ve
Mekanizmasi Oneriler sunularak bilingli karar alma siirecleri desteklenir.

Siirekli Iyilestirme ve | Denetim bulgulari, i¢ kontrol sistemlerinin ve siireglerin gelisimine
Ogrenme katki saglar. Ogrenen organizasyon kiiltiirii tesvik edilir.
Kurumsal Risk | Tiim birimlerde risk farkindahigi gelisir, sorumluluklar netlesir, i¢
Kiiltiirii kontrol sistemleri giiglenir.

5.1. Kurumsal Yonetisim ve Hesap Verebilirlige Etkisi

Kamu kurumlar1 agisindan ise risk tabanli i¢ denetim, hesap verebilirligin ve seffafligin
artirilmasina dogrudan katki sunar. Tiirkiye’de yiiriirliikte olan “I¢ Denetgilerin Calisma Usul
ve Esaslar1 Hakkinda Yonetmelik” te de bu durum acik¢a belirtilmistir. Yonetmeligin 36.
maddesine gore: “I¢ denetim faaliyetlerinin risk odakli olarak yiiriitiilmesi esastir. Kamu
idarelerinin maruz kalabilecegi risklerin tespit edilerek stirekli 6l¢iilmesi ve degerlendirilmesi
suretiyle, risk odakli i¢ denetim plani ve programi hazirlanir” denilmektedir.
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Kurumsal yonetisim ve hesap verebilirlige olan etkilerini, asagidaki sekilde ifade etmek
miimkiindiir:

1. Yonetisim Yapilariin Gii¢clenmesi

Risk tabanli i¢ denetim, iist yonetim ve idari birimler arasindaki etkilesimi sistematik hale
getirir. Denetim raporlari, kurumsal yonetisim ilkelerinin (seffaflik, hesap verebilirlik, etkililik)
islerligini somutlastirir.

2. Hesap Verebilirlik Kiiltiiriiniin Kurumsallagsmasi

Denetim, sadece uyum denetimi degil, sonu¢ denetimi (etkililik ve verimlilik) boyutuna
kaydiginda; yoneticilerin ve siire¢ sahiplerinin karar ve sonuglari izlenebilir hale gelir.

Etki: Kurumsal faaliyetlerin denetlenebilir ve 6l¢iilebilir olmasi, kamu kaynaklarinin nasil, ne
kadar etkin kullanildigin1 gosteren giivenilir i¢ raporlara dontisiir.

3. Etik ve Seffaf Yonetim Destegi

RTID, sadece siire¢ hatalarin1 degil; etik dis1 uygulamalar1 ve sistemik riskleri de goriiniir kilar.
Bu durum, i¢ kontrol ortaminda etik davranislarin tesvikini destekler.

OECD 2024 Raporu’na gore: “Risk tabanli i¢ denetim, etik dis1 davraniglarin sistematik
olarak tespit edilmesini saglayarak yonetsel sorumlulugun tahkim edilmesine katki sunar.”

5.2. Stratejik Karar Alma Siireclerine Katkisi
1. Stratejik Karar Siireci: i¢c Denetimin Yeni Rolii

Klasik i¢ denetim anlayisi genellikle gegmise doniik kontroller ve uygunsuzluk tespitleriyle
sinirlt kalirken, risk tabanh i¢c denetim, stratejik karar alma siireglerine bilgi, 6ngorii ve
degerlendirme sunarak yonetime proaktif katki saglayan bir damismanhk araci haline
gelmektedir.

OECD 2024 vurgusu:

“I¢ denetim, sadece kontrol degil, yonetime stratejik kararlar1 sekillendirme konusunda veri
temelli destek sunmali ve kurumsal risklerin yonetimine rehberlik etmelidir.”

2. Katki Alanlar
a. Kararlarin Risk Bilgisiyle Desteklenmesi

Yoneticilere, karar alacaklari alanlarla ilgili risk envanteri, etki-olasilik analizleri ve kontrol
zaafiyetleri hakkinda yapilandirilmis bilgi sunulur.

Bu sayede kararlar, sadece biitce veya mevzuat temelli degil, kurumsal risk dengesi
gozetilerek alinir.

b. Alternatif Politikalarin Degerlendirilmesi

I¢ denetim, yonetime birden fazla uygulama seceneginin maliyet, risk ve siirdiiriilebilirlik
acisindan karsilastirmasini sunabilir.
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Ornegin: Yeni bir dijital sistem alim1 igin {i¢c tedarik modelinin risk analizine dayali &neri
sunulmas.

c. Onleyici Bakis ve Erken Uyar1 Mekanizmasi

Stratejik karar Oncesinde i¢ denetim, ge¢miste benzer projelerde yasanan basarisizlik
nedenlerini ortaya koyarak uyari sistemleri olusturabilir.

Bu da hatali politika riskini diisiiriir, uygulama kalitesini artirir.
d. Performans ve Sonug¢ Odaklilik

Stratejik hedeflerin bagarimima doniik karar siiregleri i¢ denetimle birlikte gercekei risk
sinirlar icinde olusturulur.

Ornegin: Kamu kurumlarmin performans hedefleri igin nerilen programlarin denetlenebilirligi
ve izlenebilirligi dnceden degerlendirilir.

3. Kurumsal Etki: Nitelikli Karar ve Hesap Verebilirlik

Stratejik denetim ciktilari, sadece uygunsuzluk diizeyinde degil, “‘karar dncesi bilgi ve analiz”
diizeyinde kullanildiginda, karar stirecleri daha rasyonel, seffaf ve izlenebilir hale gelir.

I¢ denetim gériisleri, kurumsal politika belgelerinde referans olarak yer almaya baslar.

Bu sayede, yonetim kararlarinin gerekgesi giiclenir, kurumsal hesap verebilirlik ve yonetisim
kalitesi artar.

Sonug: Stratejik Denetim — Stratejik Yonetim Is Birligi

Risk tabanli i¢ denetim, karar vericiye sadece gecmisi degil gelece@i gosteren bir pusula
sundugunda, kurumsal strateji basariya ulasir. Bu sayede:

Kurumsal vizyonla uyumlu kararlar alinir,

Stratejik hatalarin 6niine gegilir,

Kamu kaynaklar etkin ve giivenli kullanilir.

I¢ denetim, artik sadece denetleyen degil; stratejiyi sekillendiren akil ortagidir.

5.3. Kaynaklarin Etkin Kullanimi ve Performans Artisi
I. Yeni Nesil Denetimin Degeri

Geleneksel i¢ denetim, agirlikli olarak mevzuat uyumu ve hata tespiti odakliyken, risk
tabanh i¢c denetim (RTID), kurumsal hedeflerin gergeklestirilmesini engelleyen risklere
odaklanarak kaynaklarin dogru alanlara yonlendirilmesini ve kurumsal performansin
iyilestirilmesini amaglar.

OECD 2024 Raporu’na gore:

“Risk temelli i¢ denetim, sadece kontrol degil, ayn1 zamanda kamu degerini artiran bir
kaynak optimizasyon mekanizmasidir.”
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II. Kaynaklarmm Etkin Kullanimi Uzerindeki Etkisi
1. Onceliklendirme ile Verimlilik

Denetim faaliyetleri sinirli kaynaklarin (zaman, insan giicii, biit¢e) en fazla etki yaratacak
alanlara yoneltilmesini saglar.

Boylece diisiik riskli, diisitk 6nemdeki siiregler yerine kritik siireclerde erken miidahale
saglanir.

2. Bosa Harcanan Kaynaklarin Azaltilmasi

RTID, gegmis donem uygulamalarindaki kaynak israflarin tespit eder (gereksiz harcamalar,
diigiik verimli yatirimlar).

Bu tespitler yeni biitceleme ve yatirim kararlarina temel teskil eder.
3. Kontrol Zafiyetlerinin Giderilmesiyle Operasyonel Etkinlik

Is siireglerindeki tekrarlar, yetkisiz islemler veya manuel kontroller nedeniyle olusan kaynak
kayiplar1 ortaya ¢ikarilir.

Siireg iyilestirmeleriyle zaman ve maliyet tasarrufu saglanir.
II1. Kurumsal Performans Artis1 Uzerindeki Etkisi
1. Performans Gostergelerine Dayali Denetim

RTID, yalnizca uygunluk denetimi yapmaz; ayni zamanda performans gostergelerine gore
kurumun hedeflerine ulagma diizeyini 6lger.

Bu, yonetime karar alma siireclerinde gercek zamanh destek saglar.
2. Hedef-Sonu¢ Uyumunun Izlenmesi

Belirlenen hedeflerin ne dl¢iide gerceklestigi, hangi kaynaklarla hangi ¢iktilarin elde edildigi
somut verilerle degerlendirilir.

Bu degerlendirmeler, performans biitcelemesi siire¢lerinde kullanilir.
3. Kurumsal Ogrenme ve Siirekli Gelisim

RTID raporlar1 sayesinde kurumlar basarisizlik nedenlerini &grenir, tekrarlamamak igin
sistematik onlemler gelistirir.

Boylece kurumda “ol¢, denetle, 6gren, diizelt” dongiisii kurumsallagir.

OECD’ye gore, yiiksek performansli kamu kurumlarinin ortak 6zelligi, i¢ denetim birimlerinin
sadece uygunsuzluk degil, performans sapmalarinmi1 da analiz etmesidir.

5.4. I¢ Kontrol Sisteminin Giiclendirilmesi

I¢c kontrol sistemi, kamu idarelerinin amaclarina, hedeflerine, yasalara ve belirlenmis
politikalara uygun olarak faaliyet gostermesini, kaynaklarin etkili, ekonomik ve verimli
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kullanilmasini, bilgi sistemlerinin giivenilirligini ve varliklarin korunmasinmi saglayan
mekanizmalar biitiiniidiir.

Tiirkiye'de i¢ kontrol sistemleri, 5018 say1li Kanun ve Kamu I¢ Kontrol Standartlar: Tebligi ile
cercevelendirilmistir.

Tablo-6. Giiclii Bir i¢ Kontrol Sisteminin Temel Unsurlari

Unsur Aciklama

Kontrol Ortami Etik degerler, diiriistliik, liderligin tutumu ve kurumsal kiiltiir

Risk Kurumun hedeflerine ulagmasimni  engelleyebilecek  risklerin
Degerlendirme belirlenmesi ve analiz edilmesi

Kontrol Politika, prosediir, is akislar1 ve kontrol noktalarinin olusturulmasi
Faaliyetleri

Bilgi ve letisim Dogru, zamanli ve giivenilir bilgi akist saglanmasi

Izleme I¢ kontrol sisteminin izlenmesi ve gerektiginde iyilestirilmesi

I¢ Kontrol Sisteminin gii¢lendirilmesine yonelik stratejik hedefler ise asagidaki sekilde
siralanabilir:

1. Kurumsal Risklerin Sistematik Analizi

Risk degerlendirme siiregleri yillik planlara baglanmali, birim risk envanterleri glincellenmeli.
Risklerin performans hedefleriyle iliskisi kurulmali.

2. Kontrol Faaliyetlerinin Standartlastirilmasi ve Belgelendirilmesi

Stire¢ bazli kontrol faaliyetleri (6r. satin alma, harcama, burs tahsisi) i¢in acik prosediirler ve
gorev tanimlar1 olusturulmali.

Yetki-devir matrisleri giincellenerek kontrol bosluklar1 giderilmeli.
3. i¢ Kontrol iletisim ve Egitim Stratejisi
Tiim personel i¢in i¢ kontrol farkindaligr artirilmali.

¢ kontrol egitimleri yonetsel kararlarda etkili olacak personel gruplarina ozel olarak
tasarlanmall.

4. Dijital I¢ Kontrol Altyapisinin Gelistirilmesi
Stire¢ yonetimi yazilimlari ve risk izleme sistemleri ile i¢ kontrol sistemi entegre edilmeli.

I¢ kontrol gostergeleri, karar destek sistemlerine baglanmali.
6. Karsilasilan Zorluklar ve iyilestirme Onerileri

Uygulamada karsilasilan bazi zorluklar ve bunlarin ¢ézlimiine iliskin oneriler, farkli konu
basliklar itibariyle asagida agiklanmaktadir.
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6.1. i¢ Kontrol Sistemine iliskin Karsilasilan Zorluklar

I¢ Kontrol Sisteminde Karsilasilan Zorluklar, asagidaki tabloda siralanmaktadar:

Tablo-7. Temel I¢ Kontrol Sorunlari

Zorluk Alani Aciklama

Kurumsal Sahiplenme | i¢ kontrol halen bir¢ok kamu kurumunda ve iiniversitede

Eksikligi “formalite” olarak goriilmekte, list ydnetim ve birim sorumlulari
sistemi stratejik bir arag olarak i¢sellestirememektedir.

Yetersiz Kapasite ve | I¢ kontrol sistemini tasarlayacak, riskleri analiz edecek ve uygun

Uzmanhk kontrolleri gelistirecek insan kaynagi cogu kurumda sinirhdir.

Risk Degerlendirme | Risk analizleri cogunlukla genel ifadelerle yapilmakta, karar

Siireclerinin  Yiizeysel | siireclerine entegre edilememektedir.

Kalmasi

Kontrol Faaliyetlerinde | Siire¢ bazli kontrol noktalar1 yeterince tanimlanmamis, yazil

Standart Eksikligi prosediirler ve  kontrol listeleri  sistematik  olarak
kullanilmamaktadir.

Yetersiz  liletisim  ve | Personelin i¢ kontrol sistemine iliskin bilgi diizeyi diisiiktiir.

Farkindahk Iletisim eksikligi, sistemin tiim birimlere yaygilasmasini
engellemektedir.

Performans Takibinin | i¢  kontrol sistemlerinin etkililigi konusunda &lgme-

Yetersizligi degerlendirme  gostergeleri  yetersizdir.  Etki  analizi
yapilmamaktadir.

Dijital Entegrasyon | i¢ kontrol siireglerinin dijital sistemlerle entegre edilmesi sinirh

Sorunlari kalmus, siire¢ izlenebilirligi diisiiktiir.

6.2. Stratejik lyilestirme Onerileri

1. Kurumsal Liderligin Giiclendirilmesi

Ust yéneticiler i¢in i¢ kontrol sisteminin “kurumsal performans araci” olarak ele alindig1 6zel
rehberlik ve mentorluk programlart uygulanmalidir.

I¢ kontrol sisteminin stratejik planlarda ve performans gostergelerinde agik hedeflere
doniistiiriilmesi saglanmalidir.

2. Kapasite Gelistirme ve Uzman Havuzu Olusturulmasi

Her kamu kurumunda ve tliniversitede “i¢ kontrol irtibat kisisi” gorevlendirilmeli, bu kisilere
diizenli egitim ve uygulama destegi verilmelidir.

3. Risk Yonetiminin Derinlestirilmesi

Risk degerlendirme metodolojileri sade, anlasilir ve kurumlara 6zel hale getirilmelidir.
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Risk envanteri caligmalar1 yilda en az bir kez giincellenmeli, denetim ve biit¢e planlarina
entegre edilmelidir.

4. Kontrol Faaliyetlerinin Belgelendirilmesi

Tilim is stiregleri i¢in gorev tanimlari, kontrol listeleri, prosediir belgeleri hazirlanmalidir.
Siire¢ denetimlerinde bu belgeler denetimin temel referanst olmalidir.

5. i¢ Kontrol Gostergelerinin Tanimlanmasi

I¢ kontrol sisteminin etkililigini 6lcen performans gostergeleri (6r. kontrol boslugu sayisi, risk
gerceklesme orani) gelistirilmelidir.

Her kurum, yilda bir kez ““i¢ kontrol durum raporu” yayimlamalidir.
6. Dijitallesme ve Otomasyonun Yayginlastirilmasi

I¢ kontrol siirecleri elektronik belge ydnetim sistemi (EBYS), insan kaynaklari sistemi,
muhasebe yazilimi vb. dijital sistemlerle entegre edilmelidir.

Risk izleme ve kontrol takibi i¢in dijital i¢ kontrol modiilleri tasarlanmalidir.
7. i¢ Denetimle Entegrasyon

I¢ kontrol sistemine iliskin 6z degerlendirme ve uygulama analizleri i¢ denetim planlarinda
onceliklendirilmelidir.

I¢ denetgiler, i¢ kontrol sisteminin olgunluk seviyesini periyodik olarak raporlamalidir.
I¢ kontrol sistemini giiglendirmek, sadece bir “yasal uyum gerekliligi” degil;

o riskleri yoneten,
. verimliligi artiran,
. hesap verebilirligi kurumsallagtiran

bir yonetisim altyapisi inga etmektir.

Bu dogrultuda yapilacak iyilestirme adimlari, kamu kaynaklarinin stratejik kullanimini ve
kurumsal basarinin siirdiirtilebilirligini dogrudan destekler.

6.3. Insan Kaynaklarina Iliskin Karsilasilan Yetkinlik Sorunlar

I¢ Kontrol ve I¢ Denetimde insan kaynaklar1 ve yetkinlik kapsaminda temel sorunlar, asagidaki
tabloda siralanmaktadir:

Tablo.8-Temel insan Kaynaklar1 Sorunlari

Sorun Alam Aciklama

Nitelikli I¢c kontrol sistemini tasarlayacak, uygulayacak ve izleyecek nitelikli

Personel personel bircok kurumda yetersizdir. Ozellikle i¢ kontrol birimlerinde

Eksikligi alan uzmanhg: (risk yonetimi, silire¢ analizi, kamu maliyesi) diislik
diizeydedir.
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Mesleki I¢ denetgilerin bir kismi risk tabanli denetim, performans denetimi ve

Yetkinlik yonetisim gibi gelismis denetim konularinda yeterli mesleki donanima
Yetersizligi sahip degildir.

Gorev Tamm | Ic kontrol ve i¢c denetimle gorevli personelin rollerinde, kamu
ve Rol | kurumlarinda, yonetim tarafindan yeterli ac¢iklik ve kurumsal destek
Belirsizligi bulunmamaktadir.

Yonetici Destegi | Insan kaynaklar1 planlamasinda i¢c kontrol ve i¢ denetim birimleri
Eksikligi genellikle onceliklendirilmemektedir. Bu da hem personel sayisinda hem
de kariyer gelisiminde zayifliga yol agmaktadir.

Siirekli Egitim | Personel degisiklikleri, gorev yerleri rotasyonu gibi nedenlerle i¢ kontrol
Eksikligi farkindalig1 kurumsal hafizada siirekli olarak zayiflamaktadir. Egitim
faaliyetleri cogu zaman yiizeysel ve tekrara dayalidir.

Kariyer  Yolu | I¢ kontrolle gorevli personele iliskin tesvik mekanizmalari, kariyer
Belirsizligi basamaklar1 ve unvan yapilar1 yeterince tanimli degildir. Bu durum
motivasyonu diisiirmekte, gorev siirekliligini zorlagtirmaktadir.

6.4. Stratejik Iyilestirme Onerileri
1. Yetkinlik Temelli Kadro Planlamasi

Ic kontrol ve i¢ denetim icin mesleki yeterlilik esaslarma dayali pozisyon profilleri
olusturulmali; KPSS, gorevde yiikselme, kurum i¢i atama gibi mekanizmalar bu esaslarla
uyumlu hale getirilmelidir.

Kamu kurumlarinda “I¢ Kontrol ve Risk Yonetimi Uzmani” gibi ara uzmanlik alanlari
tanimlanmalidir.

2. Siirekli ve Uygulamah Egitim Programlar:

Hazine ve Maliye Bakanlig1 koordinasyonunda, i¢ kontrol ve i¢ denetime 6zel sertifikali egitim
modiilleri (risk analizi, siire¢ yonetimi, kontrol tasarimu, etik farkindalik) gelistirilmelidir.

Universitelere dzel iceriklerle, rektor yardimeilari, daire baskanlari, i¢ denetciler ve akademik
birim temsilcilerine yonelik senaryo tabanli uygulamali egitimler yapilmalidir.

3. ¢ Kontrol Irtibat Kisisi Sisteminin Gelistirilmesi

Her kamu kurumunda i¢ kontrol odak noktasi (IKIK) belirlenmeli, bu kisiler sistemin
yayginlastirilmasinda aktif rol almalidir.

Bu kisilere yonelik mesleki gelisim plani ve destekleyici dijital rehber sistemleri kurulmalidir.
4. Gorev Tanimi, Yetki ve Sorumluluklarin Netlestirilmesi

I¢ kontrol birimleri ve i¢ denetim birimleri arasindaki is boliimii, yonetsel destek mekanizmalar1
ve raporlama iligkileri agik¢a tanimlanmali ve kurumsal diizeyde ilan edilmelidir.
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I¢c kontrol uygulayicilar: ile strateji gelistirme birimleri arasinda diizenli veri paylasimi
protokolii olusturulmalidir.

5. Kariyer ve Tesvik Mekanizmalarimin Kurulmasi

I¢c kontrol ve i¢ denetim alaninda gdrev yapan personel i¢in 6zel kariyer yollar1 (uzmanlik
kadrosu, unvan, ek gosterge vb.) tanimlanmalidir.

Ustiin basar1 gdsteren i¢ denetcilere veya i¢ kontrol uygulayicilarina yonelik 6diil, rotasyon
onceligi, yurtdisi egitim burslar1 gibi tesvik modelleri gelistirilmelidir.

Etkili ve siirdiiriilebilir bir i¢ kontrol ve i¢ denetim sistemi;

. Sadece belge ve prosediirlerle degil,
. Yetkin, egitimli ve desteklenen insan kaynagiyla isler hale gelir.

Bu nedenle, insan kaynagi odakli reformlar, kamu yonetiminde i¢ kontrol sisteminin
kurumsallagsmasinin temel tagidir.

6.5. Veri Erisimi ve Bilgi Sistemlerinin Yetersizligine iliskin Sorunlar
I. Sorunun Tanimi1 ve Kurumsal Etkisi

Veri erigimi ve bilgi sistemlerinin yetersizligi, i¢ kontrol ve i¢ denetim birimlerinin;

° Karar destek analizlerini liretememesine,

o Siiregleri izleyememesine,

o Bulgularini kanita dayali temellendirememesine,

. Risk ve performans 6l¢iimlerini yapamamasina neden olmaktadir.

Bu durum, kurumsal ydnetisimin temel unsurlari olan seffaflik, hesap verebilirlik ve etkinlik
ilkelerini zayiflatir.

Tablo-9. Karsilagilan Sorunlar

Alan Aciklama
Siire¢ Otomasyonu Eksikligi | Bir¢cok i¢ kontrol faaliyeti manuel formlar, e-posta yazigmalari ve

bireysel raporlar iizerinden yiiriitiilmektedir.

Veri Erisim Yetkilerinin | i¢ denetim ve i¢ kontrol birimlerinin baz1 sistemlere erisimi ya kisitl

Belirsizligi ya da prosediirel olarak karmagiktir.
Farkh Sistemlerin | Ornegin, insan kaynaklari ile maas bordro sistemi, déner sermaye
Entegrasyon Eksikligi muhasebesi ile akademik proje sistemleri arasinda veri gegisi

manuel yapilmaktadir.

Veri Kalitesi ve Tutarhlik | Aym verinin farkli sistemlerde farkli bi¢imlerde tutulmasi karar

Sorunlar destek siireglerini zayiflatmaktadir.

Performans Gostergeleri | Risk analizi, kontrol etkililigi ve performans Sl¢timii ig¢in gerekli
Icin Veri Setlerinin | veri kiimeleri sistematik sekilde toplanmamaktadir.

Olmamasi

58



6.6. Stratejik Iyilestirme Onerileri
1. Kurumsal Veri Entegrasyonu Altyapisinin Kurulmasi

Mali isler, personel yonetimi, stratejik planlama, proje yonetimi gibi temel alanlarda ortak veri
havuzlari olusturulmalidir.

2. i¢ Kontrol ve Denetim Erisim Protokollerinin Olusturulmasi

I¢ denetim ve i¢ kontrol birimlerinin kurumsal sistemlere erisim diizeyi agik¢a tanimlanmali ve
standart hale getirilmelidir.

Yetkisiz veri erisimini engelleyecek sekilde, rol bazh erisim modeli olusturulmalidir.
3. Dijital i¢ Kontrol Modiillerinin Gelistirilmesi

I¢ kontrol faaliyetleri igin dzel olarak gelistirilecek dijital kontrol takip sistemleri sayesinde
Onerilerin takibi, risklerin izlenmesi ve kontrollerin uygulanma diizeyi Olciilebilir hale
getirilmelidir.

Bu modiiller, denetim Onerileri, 6z degerlendirme raporlar1 ve kontrol listeleriyle entegre
edilmelidir.

4. Veri Kalitesi Yonetimi

Her sistem igin veri giris standartlar1 tanimlanmali; dogruluk, tutarhlik, giincellik gibi temel
ilkeler i¢ kontrol politikalarina entegre edilmelidir.

Veri girisine yetkili kullanicilar i¢in periyodik egitimler diizenlenmelidir.
5. Yapay Zeka Destekli Veri Analizi Uygulamalari

Kurumsal sistemlerde tutulan veriler, desen tanima, harcama anomalisi tespiti, personel
davrams analizi gibi alanlarda yapay zekad algoritmalariyla analiz edilerek i¢ denetim
kararlarin1 destekleyebilir.

Etkili bir i¢ kontrol ve i¢ denetim sistemi, sadece insan kaynagi ve mevzuatla degil;
dogru, zamaninda ve biitiinlesik veri ile calisir.

Bu nedenle:
. Dijitallesme i¢ kontrol sisteminin temelidir,
. Veri erigimi i¢ denetimin omurgasidir,

Bilgi sistemlerinin entegrasyonu kurumsal yonetisimin dijital altyapisini olusturur.

6.7. Ust Yonetim Destegi ve Kurum Kiiltiirii ile flgili Karsilasilan Sorunlar
a. Ust Yonetim Desteginin Yetersizligi

Risk tabanli i¢ denetim yaklagiminin basarisi, dogrudan {ist yonetimin destegine baglidir. Ancak
birgok kamu ve 6zel sektor kurumunda, i¢ denetim birimleri yonetsel kararlarda yeterince
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dikkate alinmamakta; i¢ denetim ¢iktilari stratejik yonetim siireclerine entegre edilmemektedir.
Bu durum, i¢ denetimin etkinligini azaltmakta ve risklerin dogru oOnceliklendirilmesini
engellemektedir.

b. Kurum Kiiltiirtinde Denetim Algisinin Olumsuzlugu

Pek ¢ok kurumda denetim, sadece hata arayan ve cezai sonuglara odaklanan bir faaliyet olarak
algilanmaktadir. Bu algi, ¢alisanlar arasinda direng olusturarak risk odakli i¢ denetimin saglikli
islemesini zorlastirir. Ayrica agik iletisim ve ig birligi eksikligi, i¢ denetgilerin kurum igindeki
bilgiye zamaninda ve giivenilir sekilde ulagsmasini engeller.

c. Risk Farkindaliginin Gelismemis Olmasi

Kurumun genelinde risk farkindalig:r kiltiiri gelismemigse, birim yoneticileri riskleri
tanimlamakta isteksiz davranabilir veya risk bildirimlerinde eksiklikler goriilebilir. Bu durum,
risk evreninin eksik olusmasina ve denetimin odak noktalarinin yanlis belirlenmesine yol
acabilir.

6.8. Stratejik lyilestirme Onerileri
a. Ust Yonetimin Katilimimim Artirilmast

I¢ denetim bulgularinin stratejik planlama, performans yonetimi ve kaynak tahsisi siireglerinde
referans alinmasi tesvik edilmelidir.

b. Denetim Kiiltiiriiniin Doniistiiriilmesi

I¢ denetimin cezalandirici degil, rehberlik eden bir rol {istlendigi kurum ici egitim ve iletisim
faaliyetleriyle vurgulanmalidir.

Denetime aciklik ve seffaflik saglayacak mekanizmalar (6rnegin giivenli bildirim sistemleri)
olusturulmalidir.

Basarili is birligi ornekleri ve denetimle elde edilen faydalar, kurum ici iletisim araglariyla
yayginlagtirilmalidir.

c. Kurum Genelinde Risk Kiiltiiriiniin Olusturulmasi
Her birimde risk sorumlular1 belirlenerek i¢ denetim birimiyle koordinasyonlari saglanmalidir.

Risk degerlendirme siireglerine tiim ¢alisanlarin katki sunmasi tesvik edilerek kurum genelinde
risk bilinci artirilmalidir.

Risk yoOnetimi, performans degerlendirme sistemleriyle iliskilendirilerek siirdiiriilebilir bir
farkindalik diizeyi olusturulmalidir.

Sonug olarak;

Risk tabanli i¢ denetimin kurumsallagmasi, sadece teknik yeterlilikle degil; ayn1 zamanda {ist
yonetimin sahiplenmesi ve kurumsal kiiltiiriin i¢ denetimi desteklemesiyle miimkiindiir. Bu
nedenle denetim birimleri ile {ist yonetim arasindaki is birligi stratejik bir oncelik olarak ele
alimmali; denetime yonelik kurumsal alg1 doniistimii yonetimsel kararlilikla desteklenmelidir.
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7. Gelecege Yonelik Perspektif: Dijitallesme ve Yapay Zeka Destekli Risk Tabanh
Denetim

7.1. Veri Analitigi ve I¢ Denetimde Dijital Doniisiim

Risk tabanli i¢ denetim, sadece mevcut risklerin belirlenmesiyle sinirlt olmayan; ayni zamanda
degisen teknoloji, veri yapilar1 ve dijital siireclere adapte olabilen bir anlayigla yeniden
tanimlanmak zorundadir. Bu baglamda, veri analitigi ve dijital doniisiim, i¢ denetimin
geleceginde kilit rol oynamaktadir.

1. Veri Analitiginin I¢ Denetimdeki Rolii
a. Risklerin Daha Derinlikli Tespiti

Geleneksel denetim yontemleri, genellikle 6rnekleme yoluyla siirli veri kiimeleri {izerinden
analiz yapmaktadir.

Oysa veri analitigi, bliyiik ve gesitli veri kiimelerini tarayarak istisnalari, anomalileri ve
oOrlintiileri ortaya c¢ikarabilir.

Bu sayede i¢ denetim birimleri, 6nleyici ve tahmine dayal risk analizleri gergeklestirebilir.
b. Siirekli Denetim ve Ger¢cek Zamanh izleme

Dijitallesme ile birlikte siirekli denetim miimkiin hale gelmis; siirecler gercek zamanh veri
analitigi ile izlenebilir duruma gelmistir.

Kritik islemler i¢in belirlenen esik degerler asildiginda otomatik alarm sistemleri devreye
girerek risklerin erken agamada tespit edilmesini saglar.

¢. Karar Destek Sistemlerine Katki

I¢ denetim raporlari, sadece gegmise yonelik tespitleri degil, veri temelli ongoriiler ve senaryo
analizleri de igermelidir.

Boylece yoneticilere risk bazli karar alma siireclerinde rehberlik eden stratejik bilgiler saglanir.
2. Dijital Doniisiim ve I¢ Denetim Siireclerinin Evrimi
a. Denetim Siireclerinde Otomasyon

Stire¢ madenciligi (process mining), robotik siire¢ otomasyonu (RPA) ve veri analitigi araclar
ile i¢ denetim siiregleri otomatik hale getirilebilmektedir.

Bu otomasyon, zaman ve kaynak tasarrufu saglayarak denetcilerin daha ¢cok deger katan
analizlere odaklanmasina imkan tanir.

b. Denetim Evreninin Dijital Yeniden Tanimlanmasi

Geleneksel denetim evreni sinirli kaynaklarla manuel olarak olusturulurken; dijital araglar
sayesinde dinamik ve giincellenebilir bir denetim evreni tasarimi miimkiin olmaktadir.
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Kurumun tiim veri setlerinin merkezi olarak erisilebilir olmasi, risk onceliklendirmesini
giiclendirir.

c. Yapay Zeka Destekli I¢gorii Uretimi

Makine 6grenmesi algoritmalar1 kullanilarak harcama egilimleri, siire¢ sapmalar1 ve kontrol
zayifliklar tespit edilebilir.

Ozellikle sahtecilik, yolsuzluk ve uygunsuz harcama gibi risk alanlarinda anormallik tespiti
yapan yapay zeka modelleri etkili sonuglar verebilir.

3. Karsilasilan Zorluklar ve Uyum Gereksinimleri

Veri Kalitesi: Analitik ¢alismalarin basaris1 dogrudan verinin dogrulugu, bitiinligi ve
giincelligine baglidir. Veri yonetisimi siirecleri giiglendirilmelidir.

Yetkinlik Eksikligi: Denetcilerin analitik okuryazarlii, yazilim kullanim becerisi ve
teknolojiye adaptasyonu igin siirekli egitim ve sertifikasyon desteklenmelidir.

Etik ve Giivenlik: Otomasyon ve yapay zekd uygulamalari, mahremiyet, veri giivenligi ve
algoritmik seffaflik acisindan etik ¢er¢evede kullanilmalidir.

4. Stratejik Yonelimler

Kurumlarin i¢ denetim birimleri i¢in veri analitigi stratejisi olusturulmali, bu strateji kurumsal
dijital doniisiim planlariyla entegre edilmelidir.

I¢ denetimde hibrid ekip yapilar1 (denetim ve veri bilimi uzmanlarinin birlikte calistig)
olusturulmali, dijital yetkinlikler ekip bazinda kurumsallastirilmalidir.

Ulusal diizeyde yliksekdgretim kurumlarinda kamu i¢ denetcilerine yonelik veri analitigi ve
yapay zeka odakh egitim programlari tasarlanmalidir.

Sonug¢ olarak; Veri analitigi ve dijital teknolojilerle desteklenmis bir i¢ denetim anlayisi,
yalnizca daha hizli ve etkin denetim saglamaz; ayn1 zamanda kurumsal risk yonetimi, stratejik
planlama ve yonetisim kalitesine dogrudan katki sunar. Bu doniisiimiin saglikli ilerleyebilmesi
icin dijital altyap1 yatirimlari, insan kaynag gelisimi ve yonetsel kararlilik bir biitiin olarak ele
alinmalidir.

7.2. Yapay Zeka ile Risk Tespiti ve izleme

Geleneksel i¢ denetim anlayiginda risk tespiti, biiyiik dl¢lide gegmis veriler, insan deneyimi ve
siirlt analiz kapasitesiyle yiiriitiilmekteydi. Ancak yapay zeka (YZ) teknolojileri sayesinde i¢
denetim, proaktif, dinamik ve éngériicii bir yapiya evrilmektedir. Yapay zeka ile desteklenen
sistemler, yalnizca mevcut riskleri belirlemekle kalmaz, ayn1 zamanda ortaya ¢ikabilecek yeni
riskleri de yiiksek dogrulukla tahmin edebilir.

1. Yapay Zeka ile Risk Tespiti: Yeni Bir Paradigma

a. Oriintii Tamma (Pattern Recognition) ve Anomali Tespiti
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YZ algoritmalar1 (6zellikle denetimli ve denetimsiz makine 6grenmesi) milyonlarca islem ve
veri satirinda insan goziiniin kolayca fark edemeyecegi anomalileri tanimlayabilir.

Bu teknoloji, 6zellikle sahtecilik (fraud), yolsuzluk, uygunsuz 6deme ve hatali raporlama gibi
alanlarda gii¢lii bir risk tespit aracidir.

b. Dogal Dil isleme (NLP) ile Metin Analizi

Sozlesmeler, raporlar, e-postalar, dilekgeler gibi yapilandirilmamis metinlerden anlam
cikararak riskli ifadeler, uygunsuz taahhiitler veya uyumsuzluk sinyalleri tespit edilebilir.

Bu yontem, etik ihlallerin, ¢ikar ¢atigmalarinin ve bilgi giivenligi a¢iklarinin erken teshisinde
kullanilabilir.

¢. Tahmine Dayal Risk Modelleme

Yapay zeka, gegmis verileri analiz ederek gelecekte olusabilecek risk senaryolarini tahmin eder
(predictive analytics).

2. Risk izleme Siire¢lerinde Yapay Zekanin Rolii
a. Siirekli Risk izleme (Continuous Risk Monitoring)

YZ destekli sistemler, belirlenen kontrol noktalarinda gercek zamanh risk izleme
gerceklestirerek, esik degerleri astiginda otomatik uyarilar olusturur.

Bu durum, i¢ denetim biriminin risklere ge¢ degil, anlik miidahale edebilmesini saglar.
b. Karar Destek Sistemleri ile Entegre izleme

YZ algoritmalari, riskin seviyesi, olusma olasilig1 ve etkisi gibi parametreleri degerlendirerek
yoneticilere onceliklendirilmis risk listeleri sunabilir.

Boylece kaynaklar daha stratejik alanlara yonlendirilir.
c. Ogrenen Sistemler (Self-Learning)

YZ modelleri zaman i¢inde kuruma 6zgii verilerden 6grenerek risk tespiti konusunda daha
hassas ve 6zellesmis hale gelir.

Bu "adaptif sistemler", siirekli gelisen risk ortamina kars1 dinamik bir savunma saglar.
3. Kamu Kurumlarinda Yapay Zeka Destekli Risk Denetimi Ornekleri

Gelismis Denetim Gosterge Tablolari: Vergi dairelerinde kullanilan YZ tabanli dashboard
sistemleriyle riskli miikellef davranislari izlenebilmektedir.

I¢ Kontrol Bosluklarimin Tespiti: Universitelerde kullanilan dijital bordro, satin alma veya
Ogrenci bilgi sistemlerinde yapay zeka, siire¢ disi islemleri ve kontrol eksikliklerini
tanimlayabilir.

Sayistay ve I¢ Denetim Is Birligi: Gelecekte yapay zeka destekli denetim modelleri ile
Sayistay denetimleri ile i¢ denetim birimleri arasinda veri odakli senkronizasyon miimkiin
olacaktir.

63



4. Uygulamada Karsilasilan Zorluklar

Veri Giivenligi ve Etik: YZ'nin risk analizinde kisisel verilerle ¢alismast durumunda KVKK
ve etik smirlarin gozetilmesi gereklidir.

Model Seffafligi: Yapay zeka kararlarmin izlenebilir olmasi (explainable AI), kamu
kurumlarinda hesap verebilirligin saglanmasi agisindan kritiktir.

Yeterli Veri ve Altyap1 Eksikligi: Kiiciik veya veri olgunlugu diisiik kurumlarda yapay zeka
uygulamalar1 sinirli kalabilir.

5. Stratejik Oneriler

YZ Tabanh Risk Tespit Sistemleri, i¢ denetim strateji planlarina entegre edilmeli ve bu alanda
pilot uygulamalar baslatiimalidir.

Kurumlar aras1 veri paylasim ve ortak yapay zeka platformlar gelistirilmeli (6rnegin YOK,
Hazine ve Maliye Bakanlig1, Sayistay is birligiyle).

I¢ denetgiler icin “Yapay Zeka Okuryazarh@r” ve algoritmik denetim egitimleri zorunlu hale
getirilmelidir.

Sonu¢ olarak; Yapay zeka teknolojileri, i¢ denetimi yalnizca bir kontrol aracit olmaktan
cikararak, kurumsal risk yonetiminin dinamik ve tahmine dayali bir bileseni haline
getirmektedir. YZ ile risk tespiti ve izleme, gelecekte i¢ denetim birimlerinin daha hizh, daha
dogru ve daha stratejik hareket etmesini saglayacaktir. Ancak bu doniisiimiin basarisi,
teknoloji kadar kurumsal kiiltiir, etik ilkeler ve insan kaynagi politikalarinin da dijitallesmeye
uyumuyla miimkiindiir.

7.3. Blokzincir, Siber Giivenlik ve Yeni Risk Alanlar1

Dijitallesme stirecinin hizlanmasiyla birlikte kurumlarin karsilastig: risk profilleri de ciddi bir
doniistim gecirmektedir. Artik risk tabanli i¢ denetim sadece geleneksel operasyonel ve mali
riskleri degil, yeni nesil teknolojilere bagh ortaya ¢ikan dijital riskleri de kapsamalidir. Bu
baglamda blokzincir teknolojisi, siber giivenlik ve yeni risk alanlari, i¢ denetimin
gelecekteki yoniinii belirleyen stratejik bagliklardan biridir.

1. Blokzincir (Blockchain) Teknolojisi ve Denetim
a. Denetim Siireclerinde Seffaflik ve Dogrulama Kolayhg:

Blokzincir, verilerin merkeziyetsiz ve degistirilemez sekilde saklanmasini saglayarak islem
giivenligini artirir.

Denetgiler, ozellikle tedarik zinciri yonetimi, kamu harcamalar1 veya varlik transferleri gibi
stireglerde gercek zamanh dogrulama ve islem izlenebilirligi elde edebilir.
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b. Yeni Kontrol Noktalar: ve Riskler

Blokzincir iizerinde calisan akilli sézlesmeler (smart contracts) yeni denetim alanlari
yaratirken, ayn1 zamanda kod hatalar1 veya kotii niyetli manipiilasyonlar gibi yeni tiirde riskler
de ortaya ¢ikarir.

Denetgilerin yazilim kodlarmi yorumlama ve algoritmik mantig1 degerlendirme yetkinligi
kazanmas1 gereklidir.

c. Veri Biitiinliigii ve Siirekli Denetim

Denetim kayitlar1 blokzincire entegre edilerek manipiilasyona kapali hale getirilebilir. Bu,
“denetimin denetimi” kavramina zemin hazirlar.

2. Siber Giivenlik Riskleri ve i¢ Denetim
a. Siber Tehditlerin Artan Karmasikhg:

Kurumlarin dijitallesmesiyle birlikte fidye yazilimlar, iceriden gelen tehditler, veri sizintilar:
ve servis kesintileri i¢ denetim giindeminin 6n siralarina yerlesmistir.

Ozellikle kisisel verilerin islendigi sistemlerde siber giivenlik aciklari, hem idari hem de
hukuki sorumluluk dogurabilecek yiiksek etki seviyeli risklerdir.

b. i¢c Denetimin Siber Giivenlik izleme Rolii

I¢ denetim, BT giivenlik siireclerini, sizma testi (penetrasyon testi) sonuglarini ve yama
yoOnetimi gibi uygulamalar diizenli olarak denetlemeli ve risk odakli giivenlik raporlar
hazirlamalidir.

Siber giivenlik kontrollerinin sadece teknik ekiplerin degil, tiim kurumun sorumlulugu oldugu
yoOniinde bir Kiiltiirel farkindalik olusturulmalidir.

¢. Olay Miidahale ve Kurtarma Siirec¢lerinin Denetimi

Denetim faaliyetleri sadece Onleyici kontrolleri degil, siber olaylar sonrasi olay miidahale
planlari, yedege doniis siirecleri ve iletisim protokolleri gibi kriz an1 yonetim unsurlarini da
kapsamalidir.

3. Yeni Risk Alanlari ve Gelisen Tehditler
a. Yapay Zeka Destekli Sahtecilikler

Derin sahte igerikler (deepfake), yapay zeka ile olusturulmus sahte belgeler veya ses/goriintii
manipiilasyonlari i¢ denetimin yeni inceleme alanlarint olusturmaktadir.

Denetgilerin dijital dogrulama, igerigin aslina uygunlugu (otantisitesi) ve veri kaynagi izleme
konusunda teknik araclara hakim olmasi1 gerekir.

b. Bulut Bilisim Riskleri

Kurumlarin verilerini bulutta tutmalari, veri yerlesimi, iiglincii taraf giivenligi ve yasal
ylikiimliiliikler agisindan denetim zorluklar1 dogurur.
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Ozellikle ¢coklu bulut mimarileri ve veri isleme lokasyonlar, sinir dtesi riskleri de giindeme
getirmektedir.

¢. Regiilasyon Uyum Riskleri

Dijital hizmetlerin artmasi, KVKK, e-devlet uygulamalari, agik veri politikalar1 ve dijital
arsivleme gibi ¢ok sayida diizenleyici ¢ergevenin denetim kapsamina alinmasini zorunlu kilar.

4, Stratejik Oneriler

Dijital Risk Haritasi: Kurumlar, siber tehditler, blokzincir uygulamalar1 ve yapay zeka temelli
stirecleri igeren giincel ve dinamik bir dijital risk haritasi olusturmalidir.

I¢ Denetim Kapasitesinin Dijital Risklere Gore Gelistirilmesi: Denetgilerin BT denetimi,
siber giivenlik farkindaligi ve teknoloji okuryazarligi alanlarinda sertifikali egitim
programlariyla desteklenmesi gerekir.

Uciincii Taraf Siber Giivenlik Denetimleri: Ozellikle bulut servis saglayicilari, yazilim
firmalar1 ve dijital hizmet alinan paydaslar da risk degerlendirmesine dahil edilmelidir.

Blokzincir Uyumlu Denetim Modelleri: Akilli sézlesmeler ve dijital defterlerin
denetlenmesine yonelik rehberler ve algoritmik kontrol listeleri gelistirilmelidir.

Sonu¢ olarak; Blokzincir, siber giivenlik ve diger dijital risk alanlari, i¢ denetim
fonksiyonunun kapsamini ve yontemlerini koklii bicimde doniistiirmektedir. Gelecekte etkin
bir risk tabanli i¢ denetim yaklasimi, sadece riskleri degil, ayn1 zamanda dijitallesmenin
getirdigi yeni firsatlar1 da yoneten bir yapiya doniismelidir. Bu doniisim ise ancak
teknolojiyle uyumlu stratejik planlama, yetkin insan kaynagi ve proaktif denetim Kiiltiirii
ile miimkiin olabilir.

7.4. 2030 Vizyonu: Proaktif ve Ongoriiye Dayali Denetim
1. 2030 Vizyonu: Denetimin Evrimi

Geleneksel i¢ denetim anlayisi, ¢ogunlukla geriye doniik incelemelere ve ge¢mis verilere
dayanirken, dijitallesme ve yapay zeka teknolojileriyle birlikte denetim fonksiyonu proaktif,
ongoriicii (predictive) ve stratejik bir araca donlismektedir. 2030 yilina kadar i¢ denetim,
sadece riskleri tespit eden degil, riskleri 6nceden tahmin eden, kuruma stratejik katki saglayan
ve karar alma siireglerine entegre olan bir yapiya evrilecektir.

2. Proaktif ve Ongoriiye Dayal Denetim Nedir?

Proaktif Denetim: Risklerin ortaya ¢ikmasini beklemeden, potansiyel tehdit alanlarini siirekli
analiz eden ve Onleyici kontrol 6nerileri gelistiren yaklagimdir.

Ongoriiye Dayah Denetim (Predictive Auditing): Gegmis ve anlik verileri yapay zeka
algoritmalar1 ile isleyerek, gelecekte ortaya cikabilecek riskleri ve kontrol agiklarni yiiksek
dogrulukla tahmin eden sistematik siirectir.
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3. 2030 Vizyonunun Temel Bilesenleri
a. Yapay Zeka Destekli Risk Analitigi

Ic denetim birimleri, makine Ogrenmesi modelleriyle ¢alisan risk tahmin sistemleri
gelistirerek stratejik oncelikli alanlara odaklanacaktir.

Bu sistemler, ge¢mis ihlaller, performans sapmalari, islem hacmindeki anormallikler gibi
verileri analiz ederek erken uyarilar iiretir.

b. Ger¢cek Zamanh Denetim ve Otomasyon

Siirekli izleme (continuous auditing) altyapilart ile birlikte tiim siire¢lerde anhik veri akis1 ve
risk sinyallerinin izlenmesi miimkiin hale gelecektir.

Rutin denetim testleri, RPA (robotik siire¢ otomasyonu) ile otomatiklestirilecek; denetgiler
daha ¢ok analiz ve rehberlik rollerine odaklanacaktir.

c. Entegre Karar Destek ve Strateji Sistemleri

Denetim c¢iktilari, yalnizca uyum degil, ayn1 zamanda stratejik karar destegi islevi gorecek
sekilde yapilandirilacaktir.

Ornegin; biitce planlama, insan kaynaklar1 tahsisi, yatirim kararlar1 gibi stratejik alanlarda
denetim bulgular belirleyici rol oynayacaktir.

4. Kurumsal Kiiltiirde Beklenen Degisim

I¢ denetim sadece denetim biriminin degil, kurum genelinin sorumlulugu olarak gériilecek;
risk farkindaligi tiim c¢alisanlara yayilacaktir.

Denetim birimi, kurumsal performans, kamu degeri ve stratejik hedeflerle uyumlu danisman
bir aktor olarak konumlandirilacaktir.

Dijital yetkinlikler ve teknoloji ile is birligi, i¢ denetgilerin temel becerileri arasina girecek; cok
disiplinli (veri bilimci, miihendis, hukukgu) ekip yapilar1 olusacaktir.

5. Politika ve Altyapi Stratejileri — 2030°a Hazirhk
a. Ulusal Diizeyde Dijital Denetim Ekosistemleri

Kamu kurumlan arasinda ortak veri havuzlari, dijital denetim standartlar1 ve yapay zeka
destekli denetim araglarinin ortak kullanimi tesvik edilmelidir.

Yiiksekogretim, saglik, maliye ve yerel yoOnetim gibi alanlarda sektorel dijital denetim
protokolleri gelistirilmelidir.

b. Veriye Dayal Stratejik Planlama

Kurumlarin stratejik planlar1 ile risk tabanli i¢ denetim planlar1 entegre edilmeli; risk
gostergeleri performans gostergeleriyle iliskilendirilmelidir.

Denetim planlar1 artik tahmine dayali modellerle olusturulmali, klasik dongiisel planlama
yerine dinamik ve dgrenen yapilar benimsenmelidir.
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c. Etik, Seffaflik ve Algoritmik Hesap Verebilirlik

Yapay zeka tabanli karar alma siireclerinde etik standartlar, seffaf algoritmalar ve hesap
verilebilirlik mekanizmalar1 olusturulmalidir.

I¢ denetim bu mekanizmalarin denetlenmesi ve giiglendirilmesi gorevini iistlenmelidir.

6. Sonug olarak; 2030 vizyonunda i¢ denetim, ge¢cmisi inceleyen degil; gelecegi dngoren,
yonetime yol gosteren ve kurumun dijital doniisiimiinii giivence altina alan bir yapiya
dontisecektir. Bu hedefe ulagmak i¢in gerekli olan unsurlar:

o Veri ve teknoloji odakli bir stratejik yonelim,
. Insan kaynaginda yetkinlik doniisiimii,
. Kurumsal ve ulusal diizeyde koordinasyonlu dijital denetim mimarisidir.

Bu vizyon, sadece i¢ denetimin degil, kurumsal yonetisim anlayisinin da gelecege
hazirlanmasi anlamina gelmektedir.

8. Sonuc ve Politika Onerileri
8.1. Genel Degerlendirme

Risk tabanli i¢ denetim yaklagimi, kamu ve 6zel sektdr kuruluslarinda i¢ denetim islevinin
sadece uyum ve kontrol odakli bir faaliyet olmaktan cikarilarak, kurumsal stratejiye entegre
edilmis proaktif bir yonetim araci haline gelmesini hedeflemektedir. Bu baglamda yapilan
degerlendirmelerde hem sistematik kazanimlar hem de uygulamada karsilasilan zorluklar
dikkate alinarak kapsamli bir analiz ortaya konmustur.

1. i¢ Denetimin Déniisen Rolii

Risk tabanli yaklasim, i¢ denetimi ge¢mise doniik hata tespitinden, risk odakh stratejik
rehberlige evrimlestirmektedir. Bu yaklagim sayesinde i¢ denetim birimleri:

o Kurumsal risk yonetiminin dogal bir parcasi haline gelmekte,

. Kaynaklarin oncelikli risk alanlarina yonlendirilmesine katki saglamakta,

o Kurum i¢i kontrol zafiyetlerini erken asamada tespit edebilmekte,

o Performans,  verimlilik  ve  etkinlik  gibi  stratejik  hedeflerle
iliskilendirilebilmektedir.

2. Uygulamadaki Bashca Gozlemler

Kurumsal destek ve kiiltiir unsurlari, risk tabanli denetimin basaris1 i¢in belirleyici rol
oynamaktadir.

Veri altyapisinin yetersizligi ve i¢c denetgilerin dijital yeterlilikleri, denetimin kapsamini
siirlayabilmektedir.

I¢ denetim bulgularimin yénetisim mekanizmalarina entegrasyonu halen birgok kurumda
sistematik ve stratejik diizeyde degildir.
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Stratejik planlama, biitceleme ve risk yonetimi siirecleri ile denetim arasinda tam
entegrasyon saglanamamis durumdadir.

3. Stratejik Kazanimlar ve Firsatlar

Risk tabanli denetim, onleyici denetim Kiiltiiriiniin yayginlasmasini saglayarak denetim
faaliyetlerine olan kurumsal giiveni artirmaktadir.

Yapay zeka, veri analitigi ve siirekli denetim araclari, i¢ denetim siireglerini hem zaman
hem de dogruluk agisindan doniistiirme potansiyeline sahiptir.

Denetim faaliyetlerinin performans 6l¢iim sistemlerine entegre edilmesi, kamu kaynaklarinin
daha etkin ve hesap verebilir yonetimini desteklemektedir.

4. Genel Sonuc¢

Risk tabanli i¢ denetim uygulamalari, sadece teknik bir doniisiim degil, ayn1 zamanda kurumsal
yonetisim, hesap verebilirlik ve kamu degeri iiretme anlayisinda yapisal bir degisimi
beraberinde getirmektedir. Ancak bu doniisiimiin stirdiriilebilir kilinabilmesi i¢in denetim
fonksiyonunun:

Stratejik kararlara yon veren,

Dijital teknolojilerle entegre calisan,

o Kurum genelinde risk farkindaligini besleyen,

o Denetim sonrasi eylemleri izleyen ve degerlendiren bir yapida kurumsallagmasi
gerekmektedir.

5. Yonetisim Acisindan Onemli Hususlar

Risk tabanli i¢ denetimin yalnizca i¢ denetim birimlerinin sorumlulugu degil; yoneticiler, iist
yonetim, i¢ kontrol birimleri ve hatta tiim cahsanlar icin kolektif bir sorumluluk alani
haline geldigi unutulmamalidir. Bu nedenle i¢ denetimin kurumsal rolii, daha goriiniir, daha
stratejik ve daha katilimci hale getirilmelidir.

Son olarak, risk tabanli i¢ denetim yaklagimi gelecegin i¢ denetim paradigmasini
sekillendirmektedir. Etkin, dijitallesmis ve stratejik diizeyde kurgulanmis bir i¢ denetim
sistemi, sadece kurumsal performansi artirmakla kalmaz, ayn1 zamanda kamu giiveni, hesap
verebilirlik ve yonetigsim kalitesinin temel yapi taglarindan biri olur.

8.2. Kurumsal ve Yonetsel Oneriler

Risk tabanli i¢ denetim yaklagimi, kurumlarin riskleri yonetme kapasitesini artirarak kamu
kaynaklarmin etkin, ekonomik ve verimli kullanimimi saglamay1 hedeflemektedir. Ancak bu
yaklagimin kurumsal diizeyde basariyla uygulanabilmesi, yalnizca i¢ denetim birimlerinin
teknik yeterliligiyle degil, ayn1 zamanda yonetsel kararhilik, kurumsal yapilarin uyumu ve
stratejik entegrasyon ile miimkiindiir.

Asagida, uygulamay1 gelistirmek ve siirdiiriilebilirligini saglamak amaciyla kurumsal ve
yonetsel politika onerileri siralanmstir:
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1. Ust Yonetim Sahiplenmesi ve Stratejik Entegrasyon

Ust ydnetim, risk tabanli i¢ denetim yaklasimini sadece bir kontrol arac1 olarak degil, stratejik
karar siireclerini besleyen bir yonetim fonksiyonu olarak gormelidir.

I¢ denetim ¢iktilarinin stratejik planlama, performans ydnetimi ve biitceleme gibi temel
stireclerle entegrasyonu saglanmalidir.

Ust yoneticilerin i¢ denetim raporlarim diizenli olarak degerlendirmesi ve uygulamalar
izlemeleri kurumsal farkindalik agisindan tesvik edilmelidir.

2. Kurumsal Risk Yonetimi ile Uyumlu Yapilar Kurulmal

I¢ denetim ve i¢ kontrol sistemleri, kurumsal risk yonetimi ile koordineli calismals, risk evreni
ortak tanimlar iizerinden belirlenmelidir.

Kurum genelinde risk sorumlulari atanarak, denetim birimi ile diger birimler arasinda etkili bir
risk iletisimi ve raporlama sistemi kurulmalidir.

Risk degerlendirme sonuglar1 dogrudan denetim planlarini sekillendirmelidir.
3. Denetim Fonksiyonunun Kurumsal Konumunun Gii¢lendirilmesi

I¢ denetim biriminin organizasyon igindeki bagimsizhig ve tarafsizhg giivence altina
alinmali; dogrudan {ist yonetime raporlama yapmalidir.

Denet¢ilerin, kurumun igleyigine dair bilgilere erisim hakki agik¢a tanimlanmali ve uygulamada
desteklenmelidir.

I¢ denetim sonuclarinin kurumsal aksiyonlara doniistiiriilmesi icin y®netsel takip ve
degerlendirme sistemleri olusturulmalidir.

4. Dijital Yeterlilik ve Teknoloji Altyapisinin Gelistirilmesi

Denetim stireclerinin veri temelli yiiriitiilmesi i¢in kurumlar, analitik yazihmlar, otomasyon
araclar1 ve raporlama sistemlerine yatirim yapmalidir.

Dijital denetim araglarinin kullanimi, i¢ denetgilerin teknik yeterlilikleriyle desteklenmelidir.

Denetim planlarinin hazirlanmasinda yapay zeka, biiylik veri ve veri madenciligi gibi ileri
teknolojilere dayali destekleyici modeller entegre edilmelidir.

5. insan Kaynagimin Yetkinlestirilmesi ve Mesleki Gelisim

I¢ denetim biriminde gorev alan personelin, yalnizca mevzuat bilgisi degil; analitik diisiinme,
stratejik planlama, dijital okuryazarhk ve iletisim becerileri acisindan da giiclendirilmesi
gerekir.

Sertifikali egitim programlar1 (CIA, CRMA, veri analitigi vb.) tesvik edilmeli ve rotasyonel
gorevlerle bilgi derinligi artirilmalidir.
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6. Performans ve izleme Sistemlerinin Giiclendirilmesi

Denetim sonrasi takip sistemleri kurularak bulgulara iligkin diizeltici faaliyetlerin etkinligi,
zamanlamasi ve sonuclari diizenli olarak izlenmelidir.

I¢ denetim faaliyetlerinin kuruma sagladig1 katkilarin dlgiilmesi icin performans gostergeleri
gelistirilmelidir.

Bu gostergeler, i¢ denetimin sadece uyumu degil, ayn1 zamanda katma degeri acgisindan da
degerlendirilmesini saglamalidir.

7. Kurumsal Ogrenme ve Bilgi Paylasim Kiiltiiriiniin Gelistirilmesi

Denetim bulgular1 sadece raporlama degil, kurumsal 6grenme ve siirekli iyilestirme amaciyla
kullanilmalidur.

Iyi uygulama &rneklerinin kurum i¢inde yaygilastirilmasi igin i¢c denetim birimleri diizenli
olarak egitim ve paylasim oturumlari diizenlemelidir.

Denetim sonuglari, kurum kiiltiiriinii gelistiren yapic1 bir geri bildirim mekanizmasina
doniistiiriilmelidir.

Genel Degerlendirme:

Kurumsal ve yonetsel diizeyde yapilacak bu yapisal iyilestirmeler, risk tabanli i¢ denetimin
yalnizca teknik bir siire¢ degil, kurumsal siirdiiriilebilirlik, stratejik yonetim ve kamu
giiveni acisindan kritik bir kaldirag olmasini saglayacaktir. Boylece i¢ denetim birimleri, 2030
vizyonuna uygun sekilde dijitallesmis, ongoriilii ve katma deger iireten bir yapiya kavusacaktir.

8.3. Politika Yapicilar Icin Stratejik Tavsiyeler

Risk tabanli i¢ denetim yaklagimi, yalnizca kurumsal diizeyde degil, ayn1 zamanda kamu
yonetimi sisteminin genelinde etkili ve siirdiiriilebilir kamu degerinin olusturulmasi agisindan
da stratejik oneme sahiptir. Bu baglamda politika yapicilarin (Bakanliklar, Sayistay, YOK,
Cumbhurbaskanlig1 Strateji ve Biitce Bagkanligi, TBMM komisyonlart vb.) bu yapinin
kurumsallagmasi, yayginlastirilmas: ve dijital dontlisimle entegre hale getirilmesi yoniinde
rehberlik edecek politikalar tiretmesi kritik hale gelmistir.

Asagida, politika yapicilar icin stratejik diizeyde oneriler sistematik bicimde sunulmustur:
1. Ulusal Diizeyde Risk Tabanh Denetim Stratejisi Gelistirilmelidir

Kamu idareleri icin ortak ilke, hedef, standart ve performans gostergeleri iceren “Ulusal Risk
Tabanh i¢c Denetim Strateji Belgesi” hazirlanmali ve tiim kamu kurumlarina kademeli olarak
uygulanmalidir.

Bu belge, i¢ denetimin kamu mali yonetimi sistemindeki roliinii gii¢lendirmeyi, kamu
kaynaklarinin etkin kullanimini artirmay1 ve denetimlerin stratejik yonelimini netlestirmeyi
hedeflemelidir.
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2. Mevzuat Giincellenmeli, Esnek ve Teknoloji Dostu Yapilar Olusturulmahdir

5018 sayili Kamu Mali Yonetimi ve Kontrol Kanunu ile bagl ikincil mevzuat, yapay zeka
destekli denetim, veri analitigi kullamimu, siirekli denetim, blokzincir uygulamalar: gibi
gelismelere uyum saglayacak sekilde giincellenmelidir.

I¢ denetim birimlerinin gérev, yetki ve sorumluluklarini genisleten ve kurum i¢i danismanlik
rollerini vurgulayan hiikiimler eklenmelidir.

3. I¢ Denetim Meslek Standartlar1 ve Sertifikasyon Sistemleri Ulusal Olcekte
Giiclendirilmelidir

Tiirkiye’de kamu i¢ denetgileri i¢in veri analitigi, dijital denetim, stratejik denetim, etik
algoritmalar gibi cagdas alanlar1 kapsayan bir uzmanlik ve yeterlilik c¢ercevesi
olusturulmalidir.

Uluslararasi i¢ denetim standartlariyla uyumlu sekilde, i¢ denet¢ilerin kariyer basamaklar1 ve
gelisim planlar1 yeniden yapilandirilmals; stirekli mesleki gelisim zorunlu hale getirilmelidir.

4. Kurumsal isbirligi ve Denetim Ekosistemi Gelistirilmelidir

Sayistay, I¢ Denetim Birimleri, Strateji Gelistirme Baskanliklari, Risk Koordinasyon Birimleri
gibi yapilar arasinda veri paylasimi, denetim plami esgiidiimii ve karsihkli rapor
entegrasyonu saglanmalidir.

Ortak denetim projeleri veya capraz dogrulama mekanizmalari ile kamu denetim sisteminde
biitiinsellik ve sinerji olusturulmalidir.

5. Yapay Zeka ve Dijital Denetim Yatirimlari Tesvik Edilmelidir

Kamu kurumlarinin dijital denetim araglarina erisimini artirmak i¢in ortak platformlar, bulut
tabanlh denetim ¢oziimleri ve yapay zeka algoritmalari igeren kamu yazilimlari gelistirilmeli
ve yayginlagtirilmalidir.

Ozellikle yiiksekdgretim kurumlari, belediyeler ve KiT ler gibi kurumsal dijitallesme diizeyi
farklilik gosteren yapilar icin bolgesel destek programlar: ve teknik rehberlik hizmetleri
sunulmalidir.

6. ic Denetimin Kamuda Katma Deger Uretme Rolii Goriiniir Kihnmahdir

[¢ denetimin sadece mevzuat uyumu degil, ayn1 zamanda kamu hizmetinin kalitesi, vatandas
memnuniyeti, performans yonetimi gibi alanlardaki katkilari izlenmeli ve kamuoyuna
raporlanmalidir.

Denetim sonuglarinin karar alicilar (Bakanlar, Kurum Bagskanlari, Rektorler, Valiler) tarafindan
stratejik karar siireclerine entegre edilmesi 6zendirilmeli ve takip edilmelidir.

7. Politika izleme ve Geri Bildirim Mekanizmalar1 Kurulmahdir

Kamu i¢ denetim sisteminin etkililigi, bagimsiz degerlendirme raporlari, Sayistay senelik
analizleri ve STK-iiniversite is birligi ile hazirlanan bagimsiz gostergeler yoluyla diizenli
izlenmeli ve revize edilmelidir.

72



Bu gostergeler; stratejik risklerle miicadele, kaynak etkinligi, denetim ¢iktilarinin uygulanma
diizeyi gibi ¢ok boyutlu veri setlerini kapsamalidir.

Sonug¢ olarak: Politika yapicilarin, risk tabanli i¢ denetimi sadece i¢ kontroliin bir unsuru
olarak degil; kamuda yonetisim Kkalitesini, dijital doniisiimii ve stratejik yonetimi
destekleyen ¢ok katmanh bir yap olarak degerlendirmesi gerekmektedir. Bu bakis agisiyla
gelistirilecek biitiinciil politikalar, hem i¢ denetimin etkinligini artiracak hem de Tiirkiye'nin
kamu yonetimi kapasitesinin giiclenmesine katki saglayacaktir.
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